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CHAPTER 1.
FUNDAMENTALS OF INTELLIGENCE
PREPARATION OF THE BATTLESPACE

PURPOSE

Intelligence preparation of the battlespace (IPB) is the “systematic, continuous process of
analyzing the threat and environment in a specific geographic area” (Marine Corps Supplement to
the DoD Dictionary of Military and Associated Terms, hereafter referred to as USMC Dictionary).
This is done to determine and evaluate adversary or enemy capabilities, vulnerabilities, and
probable courses of action (COAsS).

The IPB process allows commanders and staffs to take a holistic approach to analyzing the
operational environment. A holistic approach—

* Describes the relevant aspects of the operational environment that can impact friendly,
adversary, enemy, and neutral forces.

» Accounts for all relevant domains that can affect friendly, adversary, and enemy operations.
* Identifies windows of opportunity to leverage friendly capabilities against adversarial forces.

» Allows commanders to leverage positions of relative advantage at a time and place most
advantageous for mission success with the most accurate information available.

Designed to support staff estimates, planning, and decision making, IPB results are incorporated
into the intelligence estimate, which provides knowledge-based intelligence that can be visualized
and absorbed by decision makers. Intelligence preparation of the battlespace results in the creation
of intelligence products and tools (see Appendix A) that are used during the Marine Corps
Planning Process (MCPP) to assist in developing friendly COAs and decision points (DPs) for the
commander. (See Marine Corps Warfighting Publication [MCWP] 5-10, Marine Corps Planning
Process for additional information about the MCPP). Additionally, the conclusions and the
products created during IPB are critical to planning intelligence collection and targeting
operations. These conclusions and products form linkages between intelligence collection and
targeting operations and must be considered in the context of great-power competition to best
frame the role of IPB across the competition continuum. The IPB process must ensure
commanders gain and maintain the information advantage. as the Marine Corps seeks to align its
warfighting philosophy and the role of intelligence with the realities of competition, every action
in peace, crisis, and conflict is conducted with the intent to generate and exploit advantages.

The G-2/S-2 leads the staff effort and begins preparing for IPB during problem framing, which is
associated with the intelligence support to the MCPP. (See MCWP 5-10 for more information on
problem framing.)
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Prior to problem framing, the intelligence staff creates and maintains data files on specific
operational environments based on an evaluation of the information and intelligence related to the
operational variables (political, military, economic, social, information, and infrastructure
[PMESII]) as described in the pre-crisis phase of intelligence production and analysis (Marine
Corps Tactical Publication [MCTP] 2-10B, MAGTF Intelligence Production and Analysis).

To generate intelligence knowledge, the intelligence staff should first determine what information
will need to be collected about the operational environment. As the staff begins to collect data on
the operational environment, the data should be organized into baseline data files in accordance
with the commander’s guidance. These files must be compatible with the unit’s program of record
systems and software. Intelligence preparation of the battlespace should be scalable based on the
echelon of the producing unit. At the operational and strategic echelons, the IPB process is
typically more formal and comprehensive and compiles data files focused on the commander’s
operational requirements. At the tactical echelon, an S-2 might choose to use more informal
methods of dissemination and will usually tailor IPB to information of highest value while
focusing on the adversary or enemy, terrain and weather effects, and civil considerations.

Given the limited time available to collect and evaluate information and intelligence on the
operational variables, the information obtained from these data files may not be specific enough to
support the IPB process and MCPP. However, the commander and staff can use the information to
assist in framing the operational environment.

Throughout the operations process, the commander and staft continually collect information and
analyze the operational variables to provide increased situational understanding for possible
contingency operations. Situational understanding is “the product of applying analysis and
synthesis to relevant information to determine the relationship among the mission, enemy, terrain
and weather, troops and support available—time available variables to facilitate decision making
(USMC Dictionary).

Upon receipt of a warning order or mission, the commander and staff obtain relevant information
categorized by the operational variables and filter it into the mission variables used during
problem framing. The mission variables are mission, enemy, terrain and weather, troops and
support available-time available (METT-T) and civil considerations. During IPB, the staff focuses
on the relevant aspects of the operational environment as they pertain to the staff’s warfighting
function and the mission variables. The intelligence staff focuses primarily on the mission
variables of enemy, terrain, weather, and civil considerations.

To be effective, IPB must—

* Be a continuous process with all staff members providing input.

* Account for all domains (air, land, space, maritime, and cyberspace) and the information
environment.

» Accurately define the commander’s area of interest (AOI) to focus collection and analysis on
the relevant aspects of the mission variables of adversary or enemy, terrain, weather, and civil
considerations (i.e., those aspects having a significant effect on operations in a unit’s area of
operations [AO]).

» Describe how the mission variables of enemy, terrain, weather, and civil considerations will
likely affect friendly operations and how terrain, weather, and civil considerations will likely
affect the enemy.
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* Include relevant aspects of the operational environment for decisive, shaping, and sustaining
operations. (See MCDP 1-0 for more on these operations.)

* Provide the products necessary to aid each step of the MCPP in accordance with the planning
timelines and guidance provided by the commander.

» Support the battlespace framework considerations—physical, temporal, virtual, and cognitive.

* Determine how the interactions of friendly forces, enemy forces, and indigenous populations
affect each other in order to continually create outcomes that support friendly operations. This
aspect of IPB is not solely the responsibility of the G-2/S-2. It involves the commander and
the entire staff collaborating to determine these effects.

* Allow commanders to visualize the desired end state and an overview of how to shape current
conditions into that end state.

* Facilitate the commander and staff to direct the intelligence effort.

* Facilitate the attainment of accurate, relevant, and predictive intelligence to understand
enemy order of battle, goals, and objectives, and COAs.

Intelligence preparation of the battlespace is most effective and best aids the commander’s
decision making when the intelligence staff integrates the expertise of the other staftf sections and
supporting elements, such as civil affairs teams and military information support personnel, into
its analysis. This is particularly true when operating in environments where the effects of the
adversary or enemy, terrain, weather, and civil considerations are complex, multidimensional, and
not easily determined.

Intelligence preparation of the battlespace assists commanders in reducing uncertainty by
evaluating how the adversary or enemy, terrain, weather, and civil considerations can affect
operations and decision making. Most intelligence requirements are generated by the
interrelationship between IPB and the decision-making process.

A key aspect of IPB is refinement. The conclusions and the products developed during IPB are
continuously refined throughout the operation. This information is incorporated into the running
estimate as new information is obtained, and further analysis is conducted during situation
development. Refinement ensures the commander’s decisions are based on the most current
information and intelligence available.

PROCESS ACTIVITIES

The IPB process consists of the following four steps:

Step 1. Define the operational environment.
Step 2. Describe the effects on operations.
Step 3. Evaluate the adversary or enemy.

Step 4. Determine adversary or enemy COAs.

NOTE: Although there are four steps to the IPB process, it is important to note that
IPB is a continuous process. Continuous analysis and assessment are necessary to
maintain situational understanding of an operational environment in constant flux.
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Step 1. Define the Operational Environment

The operational environment is “the aggregate of the conditions, circumstances, and influences
that affect the employment of capabilities and bear on the decision of the commander” (DoD
Dictionary of Military and Associated Terms, hereafter referred to as the DoD Dictionary).
Commanders analyze the operational environment to determine the physical dimensions of their
battlespace in the form of AOIs, areas of influence, and AOs (see MCDP 1-0). Defining the
operational environment helps identify significant characteristics of the operational environment
that can affect friendly, adversary, and enemy operations. Step 1 also results in identification of
gaps in current intelligence holdings (step 1 is discussed further in Chapter 3).

Step 1 assists the commander in defining relative aspects of the operational environment in time
and space. This is equally important when considering characteristics of multi-domain operational
environments. Aspects of these environments can simultaneously act across the battlespace but
might only factor in friendly, adversary, or enemy operations at specific times and locations.

The intelligence staff must identify those significant characteristics related to the mission
variables of adversary or enemy, terrain, weather, and civil considerations relevant to the mission.
The intelligence staff evaluates significant characteristics to identify gaps and initiate intelligence
collection. The intelligence staff then justifies the analysis to the commander. Failing to identify,
or misidentifying, the effect these variables can have on operations at a given time and place can
hinder decision making and result in developing an ineffective intelligence collection strategy.
The AO, area of influence, and the AOI also must be identified and established during Step 1.

Understanding friendly, adversary and enemy forces alone is not sufficient; other factors such as
culture, languages, tribal affiliations, and operational and mission variables, can be equally
important. Defining the significant characteristics of the operational environment is essential in
identifying the additional information needed to complete IPB. Once the commander approves
this information, it becomes the commander’s initial intelligence requirements. This focuses the
commander’s initial intelligence collection efforts and the remaining steps of the IPB process.

Additionally, where a unit will be assigned and how its operations will synchronize with other
associated operations must be considered. For example, the G-2/S-2 should form questions
regarding where the unit will deploy within the entire theater of operations and the specific
logistics requirements needed to handle the operation’s contingency plans.

Domains of the Operational Environment. An operational environment encompasses the air, land,
maritime, space, and cyberspace domains; the information environment; the electromagnetic
spectrum (EMS); and other factors. Intelligence preparation of the battlespace applies to military
operations across the entire operational environment. When defining the operational environment,
it is important to consider all domains in which friendly, adversary, or enemy operations occur.

The interrelationship of the air, land, maritime, space, cyberspace, the information environment,
and the EMS requires a cross-domain understanding of the operational environment. Commanders
and staffs must understand friendly, adversary, and enemy capabilities within each domain. From
this understanding, commanders can better identify windows of opportunity during operations.
This allows a portion of the joint force to establish a center of gravity (COG) for the cross-domain
convergence of capabilities, which must be supported by continuous intelligence operations
across the domains for the best effect. Since many friendly capabilities are not organic to Marine
Corps formations, commanders and staffs plan, coordinate for, and integrate joint and other
unified action partner capabilities in a multi-domain approach to operations.
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During combat operations, ground-force commanders might be required to conduct tactical
activities such as a deliberate attack, to shape the environment to gain a position of relative
advantage for activities, such as joint fires, within other domains. Once that position is achieved,
operations would continue to increase the position of advantage to create a longer window of

superiority to facilitate follow-on missions and operations across the domains. Figure 1-1 depicts a
multi-domain extended battlespace.
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Figure 1-1. Multi-Domain Battlespace.

A window of superiority for joint fires capabilities across multiple domains can be achieved through
aggressive intelligence collection and focused intelligence analysis of the following:

e What capabilities reside in each domain?
L[]

How are capabilities integrated and actions synchronized across the domains and information environment?
¢ How and when will adversary forces attempt to exploit friendly vulnerabilities?

How will adversary forces maximize combat power?

When will adversary forces be in a position of disadvantage across multiple domains and the
information environment?

Does analysis facilitate rapid decision making?
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Combat operations introduce levels of complexity, lethality, and ambiguity, and an operating
tempo not common in other operations. When operating against a peer or near peer adversary or
enemy, commanders aggressively conduct decisive action to seize, retain, and exploit the
initiative. Marine Corps operations orchestrate many simultaneous actions in the most demanding
of operational environments.

Intelligence supports the commander by visualizing the potential enemy and detecting possible
enemy COAs. Marines must integrate and synchronize these actions across multiple domains to
create opportunities to dislocate, isolate, disintegrate, and destroy enemy forces. Marine Corps
units strive to use intelligence, mobility, protection, and firepower to strike the enemy
unexpectedly in multiple domains and from multiple directions, denying the enemy freedom to
maneuver by creating multiple dilemmas that the enemy commander cannot effectively address.
Intelligence supports these operations by facilitating situational understanding and supporting
decision making. Intelligence assists commanders in seeing through the fog and friction of war.

Seeing, understanding, and responding to windows of vulnerability or opportunity within each
domain and the information environment can reduce risk to the force and enhance success in
chaotic and high-tempo operations. Situational understanding is essential to managing risk.

NOTE: Decisive point is “key terrain, key event, critical factor, or function that,
when acted upon, enables a commander to gain a marked advantage over an enemy
or contributes materially to achieving success (e.g., creating a desired effect,
achieving an objective)” (Joint Publication [JP] 5-0, Joint Planning).

Figure 1-2 Demonstrates a practical application of identifying windows of opportunity during the
1967 Arab-Israeli Six-Day War.

Air Domain. The air domain “is the atmosphere, beginning at the Earth’s surface, extending to the
altitude where its effects upon operations become negligible” (JP 3-30, Joint Air Operations). The
air domain is the operating medium for fixed-wing and rotary-wing aircraft, air defense systems,
unmanned aircraft systems (UASs), cruise missiles, and some ballistic and antiballistic missile
systems. Air avenues of approach (AAs) are different from maritime and ground AAs. (See
Chapter 4 for more information on AAs.) Analysis of the air domain is critical in identifying air
AAs, which are also associated with terrain restrictions of the land domain (see Chapter 9 and

JP 3-30, for more information on the air domain).

Land Domain. The land domain “is the area of the Earth’s surface ending at the high-water mark and
overlapping with the maritime domain in the landward segment of the littorals” (JP 3-31, Joint
Land Operations). Marines analyze the military aspects of terrain as they primarily conduct
operations in the land domain. The terrain analysis takes into consideration key terrain, observation
and fields of fire, cover and concealment, obstacles, and avenues of approach (KOCOA). The land
domain’s natural and man-made features assist in determining the domain’s effects on friendly,
adversary, and enemy operations. Subsequently, terrain analysis assists in determining friendly and
adversary or enemy COAs (see Chapter 9 and JP 3-31 for more information).
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1967 Arab-Israeli Six-Day War
Tensions between Israel and the Arab alliance of Egypt, Jordan, Iraq, and Syria were heightened
following the 1948 Arab-Israeli War. Closed to Israeli shipping since 1950 by Egypt, the Straits of Tiran,
located in the Red Sea between the Sinai Peninsula and Tiran Island, were critical to the shipping of oil
and other imports to Israel. The re-opening of the straits was a chief Israeli objective. Egypt’s blockade
of the straits continued to cause strained relations between Egypt and Israel, leading up to May 1967
when Egypt President Gamal Abdel Nasir deployed Egyptian forces along Egypt’s border with Israel
and banned Israeli ships from using the Gulf of Aqaba, the location of Israel’s primary port in Eilat.
Sensing further Egyptian and Arab military alliance actions, Israel Prime Minister Levi Eshkol ordered a
preemptive strike against Egyptian Air Force assets still on the ground. The strike destroyed more than
90 percent of the Egyptian Air Force and facilitated Israeli freedom of action in the air domain to counter
an overwhelming Egyptian force in the land domain. Without Egyptian Air Force availability to provide
cover to mobilized armored assts, Egyptian tank units were soundly defeated in less than 96 hours.

. _J
Y
Position of relative advantage: Window of opportunity: Exploitation:
Israeli Air Force freedom of No Egyptian Air Force to cover Use Israeli Air Force
action in the air domain. mobilized Egyptian tank units. to destroy mobilized
Egyptian tank units
IPB products to identify: IPB products to identify: IPB products to identify:
» Adversary or Enemy overlay. + Situation template. * Event template and matrix.
* Adversary or Enemy model. * Event template and matrix.
* Adversary or Enemy template. Enables
+ Situation template. | |
* Event template and matrix.

+ Decision support template (DST) and matrix. Note: Although these
are not IPB products, they assist in identifying friendly actions to
counter adversary or enemy COAs. (See Chapter 6.)

* Intelligence collection matrix. Note: Although this is not an IPB
product, it can assist in answering information gaps and identifying
indicators of adversary or enemy intentions. (See Chapter 6.)

Figure 1-2. Windows of Opportunity During the Six-Day War.

Maritime Domain. The maritime domain is “the oceans, seas, bays, estuaries, islands, coastal areas,
and the airspace above these, including the littorals” (JP 3-32, Joint Maritime Operations). The
maritime domain’s vastness and proximity to the landmasses makes this domain critical for force
projection and the application of weapons and sensors that support Marine Corps operations (see
Chapter 9 and JP 3-32 for more information).

Space Domain. The space domain is “the area surrounding Earth at altitudes of greater than or equal to
100 kilometers above mean sea level” (DoD Dictionary). The space domain is essential to
intelligence collection, missile tracking, launch detection, environmental monitoring,
communications, navigation, global positioning, and timing. It is also essential to multiple systems
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and subsystems necessary for the conduct of military operations across the warfighting functions.
Analysis of adversarial capabilities that can affect the space domain, as well as the effects a degraded
space domain can have on friendly operations, must be considered during the IPB as adversarial
exploitation of friendly technology (see JP 3-14, Space Operations, for more information).

Cyberspace Domain. Cyberspace “is a global domain within the information environment
consisting of the interdependent network of information technology infrastructures and resident
data, including the Internet, telecommunications networks, computer systems, and embedded
processors and controllers” (JP 3-12, Cyberspace Operations). The cyberspace domain is an
essential part of the information environment. It can be used by nation-states, non-nation-states,
and a variety of actors unable to commit to military confrontation. Since multiple entities
worldwide (military, government, economic sectors) depend on the cyberspace domain for
information exchange, this domain must be considered during IPB.

Domain Interdependence. Domain interdependence refers to the reliance that one domain (or
several) has on other domain(s). For example, the space domain relies on the EMS to transmit
information such as imagery to the cyberspace domain. Without the cyberspace domain, the space
domain’s capability to transmit information worldwide would be significantly degraded.

Because numerous effects (including adversary, enemy, terrain, and weather) can cross multiple
domains, the interdependence of the five domains must be considered when performing the IPB
process. The S-2, with assistance from other staff members and possibly outside organizations, must
support the battlespace framework considerations and view the operational environment holistically.

Battlespace Framework Considerations. A thorough IPB effort and intelligence analysis assists
each echelon in focusing operations on significant aspects of the operational environment and on
visualizing how adversaries can impact friendly operations in time and space across multiple
domains. This prevents each echelon from focusing only on the close fight and current operations.
A broad focus across the battlespace framework considerations assists commanders and staffs in
better identifying friendly windows of opportunity and adversarial windows of vulnerability within
and across each domain and the information environment. A battlespace framework is a cognitive
tool used to assist commanders and staffs in clearly visualizing and describing the application of
combat power in time, space, purpose, and resources in the concept of operations. Table 1-1 lists
the battlespace framework considerations and how IPB and subsequent intelligence analysis
supports each consideration (see MCDP 1-0 for details on battlespace framework considerations).

Holistic View of the Operational Environment. +During IPB, each staff element provides input. This
ensures a holistic view of the operational environment. Subsequently, the IPB effort aids in
identifying domain windows of opportunity to exploitadversarial vulnerabilities. Aholistic view
of the operational environment (see Figure 1-3) assists the commander in understanding and
visualizingthemulti-domainextendedbattlespace. Analyzingwhereinformation flows withinthe
five domains is required to understand how friendly, neutral, adversary, or enemy force
capabilities can be affected by aspects within each domain. Friendly, neutral, adversary, and
enemy capabilities often depend on a variety of aspects, such as nodes, systems, and
subsystems across the five domains. Knowing how enemy forces can use their capabilities
throughout the five
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Table 1-1. Intelligence Preparation of the Battlespace and
Intelligence Analysis Support to Battlespace Framework Considerations.

Battlespace Intelligence preparation of the
framework considerations battlespace and intelligence analysis support
Physical considerations include * Intelligence support begins prior to the deployment of forces and is provided by
geography, terrain, infrastructure, the generate intelligence knowledge intelligence warfighting task, which
populations, distance, weapon ranges addresses the operational variables (PMESII). Information gained during generate
and effects, and known adversary or intelligence knowledge is used by commanders and staffs to assist in framing the
enemy locations. operational environment during the design methodology.

+ IPB provides detailed analysis of the mission variables of enemy, terrain, weather,
and civil considerations to determine their effects on operations.

+ IPB and intelligence analysis assists in determining relevant aspects within an
area of operations—such as civil considerations characteristics (ASCOPE)—that
are critical in determining how friendly operations can be affected during the
consolidation of gains.

* Intelligence analysis is critical to the designation of a deep area, the fire support
coordination line, and the area of interdiction.

Temporal considerations are related to | « IPB is a process that is both geographically and temporally specific.

time, including when capabilities can be | « Developing adversary or enemy courses of action during IPB is based on
used, how long they take to generate and | identifying adversary or enemy objectives, goals, timelines, and end states.
employ, and how long they must be used | ¢ IPB provides a temporal context using rates of movement, time phase lines,

to achieve desired effects. phases of adversary or enemy fires, and other templates to capture adversary or
enemy timing.

Cognitive considerations relate to + IPB accounts for aspects associated with the center of gravity and the adversary’s

people and how they behave. They or enemy’s morale and willingness to continue operations.

include information pertaining to adversary | * Intelligence support to continuous operational assessments considers many
or enemy decision making, adversary or relevant aspects of the operational environment, including sociocultural factors.

enemy will, the Nation’s will, and the + |PB also considers all significant aspects of the operational environment
population’s behavior. associated with the various civil considerations.

Virtual considerations pertain to + IPB and intelligence analysis, in coordination with the cyberspace electromagnetic
activities and entities, both friendly and activities section, provide intelligence on the adversary ‘s or enemy’s likely
adversary or enemy, residing in activities within the information environment, which includes cyberspace.
cyberspace.

LEGEND

ASCOPE—areas, structures, capabilities, organizations, people, and events
PMESIl—opolitical, military, economic, social, information, and infrastructure

domains is critical to understanding the enemy’s intent and desired end state as well assessing the
effects friendly and enemy operations may have on the operational environment. Figure 1-3
illustrates the holistic view of the operational environment, which encompasses the following:

* The physical areas and factors of the five domains.
 The information environment.

 The systems perspective, which includes the relationships and interdependencies of friendly,
neutral, adversary, and enemy PMESII systems, subsystems, objects, and affiliated attributes.
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Figure 1-3. Holistic View of the Operational Environment.

Physical Areas and Factors. Within the operational environment, physical areas include the
assigned operational area and the associated AOI and area of influence necessary to conduct
operations within the air, land, maritime, space, and cyberspace domains and the information
environment. Factors, including, but not limited to, terrain, enemy forces, weather, and the
location of man-made structures and obstacles, can affect operations within a physical area.

Identifying physical areas and factors within the operational environment is critical to
understanding their effects on friendly and enemy operations.

Information Environment. The information environment is “the aggregate of social, cultural,
linguistics, psychological, technical, and physical factors that affect how humans and automated
systems derive meaning from, act upon, and are impacted by information, including the
individuals, organizations, and systems that collect, process, disseminate, or us information”
(DoD Dictionary). The information environment consists of three interrelated dimensions—

physical, informational, and cognitive. Cyberspace, a significant component of the information
environment, overlaps the physical and informational dimensions.
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The IPB process must determine an adversary’s or enemy’s capabilities within the various
dimensions of the command’s battlespace:

» Physical dimension comprises command and control (C2) systems, key decision makers, and
supporting infrastructure that enable individuals and organizations to create effects. It
includes but is not limited to people, computers, smart phones, and newspapers.

* Informational dimension encompasses where and how information is collected, processed,
stored, disseminated, and protected. It includes but is not limited to C2 systems, knowledge
management tactics, techniques, and procedures (TTP), and physical and operational security
policies.

* Cognitive dimension encompasses the minds of those who transmit, receive, and respond to
or act on information. It includes but is not limited to cultural norms, perspectives, beliefs,
and ideologies.

Systems Perspective. A systems perspective focuses on multiple systems in the operational
environment and their associated functions. Identifying which systems are associated with
specific functions and their interdependence with other systems is critical to understanding when
and where adversaries might decide to use them.

Step 2. Describe the Effects on Operations

In step 1, the intelligence staff identifies the operational environment’s significant characteristics
related to the mission variables of adversary and enemy, terrain, weather, and civil considerations.
During step 2 of IPB, the intelligence staff describes how these characteristics affect friendly
operations. The intelligence staff also describes how terrain, weather, civil considerations, and
friendly forces affect enemy forces. This evaluation focuses on the general capabilities of each
force until enemy COAs are developed in step 4 of IPB and friendly COAs are developed later in
MCPP. Additionally, the entire staff determines the effects of friendly and enemy force actions on
the population.

However, if the intelligence staff does not have the information required to form conclusions, it uses
assumptions to fill information gaps—always careful to ensure the commander understands when
assumptions are used in place of facts to form conclusions (Chapter 4 discusses Step 2 further).

Step 3. Evaluate the Adversary or Enemy

The purpose of evaluating the adversary or enemy is to understand how they can affect friendly
operations. Although adversary or enemy forces can conform to some fundamental principles of
warfare that guide operations, these forces will have obvious (and subtle) differences in how they
approach situations and problem solving. Understanding these differences is essential to
discerning how an adversary or enemy force will react in a situation.

Adversary and enemy evaluations do not begin with IPB. The intelligence staft conducts
evaluations and develops adversary and enemy models during the generate intelligence
knowledge task of intelligence support to force generation. Using this information, the
intelligence staff refines these models, as necessary, to support IPB. When analyzing a well-
known adversary or enemy, the intelligence staff may be able to rely on previously developed
adversary or enemy models. When analyzing a new or less well-known adversary or enemy, the
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intelligence staff may need to evaluate the adversary or enemy and develop models during the
problem-framing step of the MCPP. When this occurs, the intelligence staff relies heavily on the
adversary or enemy evaluation conducted by higher headquarters and other intelligence agencies.

In situations where there is no enemy force, the intelligence analysis conducted, and the products
developed relating to terrain, weather, and civil considerations can be sufficient to support planning.
An example of this type of situation is a natural disaster (Chapter 5 discusses step 3 further).

Step 4. Determine Adversary or Enemy Course of Action

During step 4, the intelligence staff identifies and develops possible adversary or enemy COAs
that can affect accomplishing the friendly mission. The staff uses the products associated with
determining adversary or enemy COAss to assist in developing and selecting friendly COAs during
the MCPP. Identifying and developing all valid enemy and adversary COAs minimizes surprise
from unanticipated enemy or adversary action.

Failure to identify and develop all valid enemy and adversary COAs can lead to incomplete
collections strategies, which can further result in an unanticipated enemy or adversary COA that
the commander is not prepared for. As required, the staff should identify all significant civil
considerations in the operational information to portray the interrelationship if the various forces
and the population activities.

The staff develops adversary and enemy COAs in the same manner as friendly COAs are
developed. Although written specifically as a guide to develop friendly COAs, the COA
development discussion in MCWP 5-10 is an excellent model to use in developing enemy and
adversary COAs that are suitable, feasible, acceptable, unique, and consistent with enemy and
adversary doctrine. The intelligence staff has the primary responsibility for developing enemy and
adversary COAs; however, it needs assistance from the rest of the staff to present the most
accurate and complete analysis to the commander (step 4 is discussed further in Chapter 6).

INTELLIGENCE ESTIMATE

Intelligence estimate is defined as “the appraisal, expressed in writing or orally, of available
intelligence relating to a specific situation or condition with a view to determining the courses of
action open to the enemy and the order of probability of their adoption” (DoD Dictionary).

The intelligence estimate includes the following IPB products necessary to support planning
and operations:

* Enemy and adversary situation templates, with associated COA statements and high-value
target (HVT) lists.

* Event templates and associated event matrices.

* Modified combined obstacles overlays (MCOOs), terrain effects matrices, and
terrain assessments.

* Meteorological and oceanographic (METOC) climatology, forecast and analysis charts,
METOC operational impacts charts, and light and illumination tables.

* Civil considerations overlays and assessments.
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STAFF COLLABORATION

Intelligence is critical to targeting enemy capabilities at the right time and place to open windows
of opportunity across domains. Commanders and staffs receive effective intelligence when they
direct and participate in intelligence warfighting function activities. Close interaction between the
commander, G-2/S-2, G-3/S-3, and the other staff is essential as the entire staft supports unit
planning and preparation through integrating processes and continuing activities.

The first aspect of supporting operations when fighting for intelligence is developing sound
information requirements and designating priority intelligence requirements (PIRs) based on the
IPB results and MCPP completion. Commanders and staffs must have detailed knowledge of
adversarial strengths, vulnerabilities, organizations, equipment, capabilities, and tactics to plan for
and execute friendly operations. Staff collaboration assists in developing this detailed knowledge
and accounts for possible enemy and adversary COAs.

Collaboration Examples

The intelligence staff can provide the personnel staff with information on how the enemy can
affect personnel replacement or casualty evacuation timelines. The intelligence staff can
provide the sustainment staff with information about the enemy that can affect friendly logistics
efforts, including theater armies opening operations at sea and air points of debarkation. The
intelligence staff also uses the expertise of the other staff sections:

+ Staff engineers: Collaborating with staff engineers can provide valuable information on
terrain mobility, locations of subterranean features, where the enemy is likely to emplace
obstacles, and where the adversary or enemy could employ engineer assets.

* S-6: Collaborating with the S-6 can provide valuable information on information
technology infrastructure, lines of communications (LOCs), communications line-of-sight
(LOS) information, and potential cyberspace threats.

* Surgeon: Coordinating with the surgeon about adversary or enemy forces’ health status
can indicate the enemy forces’ willingness to engage in long-term operations. The surgeon
can also provide the locations of medical facilities in the operational environment, as well
as the presence of medical threats, such as Ebola and Dengue Fever.

 Signals Intelligence/Electromagnetic Warfare (EW)/Cyberspace Operations officer:
Collaborating with Marines in this occupational field can provide valuable information
about potential adversary or enemy impacts on the EMS and how this can affect
friendly operations.

* Low Altitude Air Defense (LAAD) officer: Collaborating with the LAAD officer can
provide information on adversary or enemy antiaccess (A2) and area denial (AD) systems,
including integrated air defense systems (IADSs) and their effects on force projection.

* Space support element: Collaborating with the space support element can provide
information on regional enemy space capabilities and which global partners they may
co-opt to attain needed capabilities during conflict.

NOTE: Space support elements are located at regiment and Division, Marine
expeditionary unit, Marine expeditionary force (MEF), Marine expeditionary
brigade and other organizations with emerging requirements.
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The relationship between intelligence operations is continuous; commanders drive intelligence,
intelligence enables operations, operations are supportive of intelligence, and so forth. Commanders
provide tactical and operational experience as it relates to various operational environments and
missions; they also provide an understanding, visualization, and description of the problem.
Commanders assist in shaping the focus and scope of IPB to facilitate an effective MCPP.

Although the G-2/S-2 facilitate the IPB effort, they cannot provide all IPB information the
commander requires for situation understanding. Other staff sections or supporting elements must
assist the intelligence staff in producing and continuously refining all IPB products. Total staff
integration reduces the initial time required for IPB development and assists the command in
timely decision making. This coordination also improves the quality and accuracy of IPB products.

Staft sections bring their expertise to IPB as follows:

* The chief of staff, or executive officer:
+ Synchronizes staff activities during IPB.
+ Using tools, such as the one-third to two-thirds planning rule as a guide, determines:
« How long each step of MCPP will take.
« How much time is allocated to problem framing.
» How much time within problem framing can be sub-allocated to IPB.

* The G-2/S-2 analyzes the mission variables of enemy, terrain, weather, and civil
considerations. The G-2/S-2 assists the commander in improving the understanding of how
these mission variables can affect operations through the production of an intelligence
assessment that supports the MCPP, the integrating processes of targeting and risk
management, and the continuing activities of intelligence collection and security operations.
The rest of the staff assists the G-2/S-2 in this effort. The following includes additional
G-2/S-2 IPB activities: (Appendix B provides the “how to” of IPB as a checklist for the S-2.)

+ Facilitate generating intelligence knowledge.

+ Continually coordinate with staff, external agencies, and organizations for input to
situational understanding.

+ Identify AOIs and areas of influence.

+ Assist the staff with identifying enemy capabilities, vulnerabilities, and intent.
+ Conduct terrain analysis.

+ Determine the enemy’s composition and disposition.

+ Develop adversary or enemy templates by warfighting functions.

+ With assistance from the other staff sections, determine enemy missions, objectives,
schemes of maneuver, and desired end states.

+ Coordinate with the staff to identify high-value targets (HVTs), high payoff targets (HPTs)
and enemy COA:s.

+ Disseminate intelligence products in specified formats, and across programs of record for
other staff utilization.

+ Determine named areas of interest (NAIs) with staff input.
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* The G-3/S-3 provides subject matter expertise on the art and science of military
operations and—

+ Reviews the G-2/S-2’s evaluation of enemy COAs.

+ Reviews the G-2/S-2’s identification and evaluation of the enemy’s composition
and disposition.

+ Assists the G-2/S-2 with identifying terrain and weather effects on friendly and enemy
military aspects of the terrain (KOCOA).

+ Ensures the G-2/S-2 and other staff members understand the AO and other friendly
maneuver limitations and parameters specified by higher headquarters.

+ Ensures the G-2/S-2 and other staff members understand available friendly maneuver
forces.

+ Assists in selecting HPTs, target areas of interest (TAls), and DPs.
+ Assists in developing the decision support template (DST).
+ Evaluates enemy COAs to ensure they are valid from an operational perspective.

+ Evaluates enemy situation templates, COA statements, HVT lists, and civil considerations
overlays and assessments to ensure they contain the information necessary to support
friendly COA development and analysis.

+ Evaluates the event template and matrix to ensure they contain the information necessary
to support friendly COA analysis and the development of the DST.

+ Is responsible for civil affairs unless the Marine air-ground task force (MAGTF)
commander establishes a G-9. The civil affairs staff assists the G-2/S-2 in—

« Identifying and evaluating civil considerations on military operations and evaluating the
effect of military operations on civilian populations.

« Identifying protected targets. (The civil affairs staff, along with fires support coordinator
or force fires coordinator, provides this assistance.)

« Creating and maintaining civil considerations assessments, files, and data files or databases.

* The fires support coordinators. The fires support coordinator at battalion level; the Marine
expeditionary unit, regiment, and division; and the force fires coordinator at the Marine
expeditionary brigade and the MEF provide subject matter expertise on fires (artillery and air
defense). The fires subject matter expert—

¢ Assists the G-2/S-2 in—
« Developing adversary or enemy HVTs.

« Evaluating enemy fires support operations, including identifying potential friendly HPTs
from the enemy perspective

« Assessing potential enemy artillery and mortar positions.

= Developing situation and event templates of probable enemy employment of fires
support assets.

= Positioning enemy fires support assets on the situation template.
« Identifying enemy air AAs.
« Assessing adversary or enemy fixed-wing, rotary-wing, and air defense capabilities.

+ Coordinates with the G-2/S-2 in identifying types of enemy artillery and evaluating likely
adversary or enemy artillery or missile positions.
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+ Assists the staft in identifying and evaluating potential engagement areas and kill zones,
no fires areas, and restricted target lists.

+ Assists, in coordination with the G-2/S-2 and the staff weather officer, in determining what
effect weather and terrain will have on enemy artillery systems.

+ Participates in the selection of HPTs, TAls, and DPs.

+ Coordinates with the G-2/S-2 and the G-3/S-3 in determining the fires support effort to the
friendly intelligence collection effort and in countering the enemy intelligence collection
effort.

+ Assists the staff on protection from enemy air.

» The G-4/S-4 provides subject matter expertise on sustainment operations and assists the
G-2/S-2 in—
+ Evaluating host nation (HN) logistics capabilities.
+ Evaluating enemy logistics capabilities.
+ Identifying potential supply routes and resupply points.

» The G-6/S-6 provides subject matter expertise on friendly communications systems and
assists the G-2/S-2 in identifying and evaluating friendly communications systems’
vulnerabilities to cyberspace and electromagnetic attack.

* The G-7/S-7 advises the commander on the planning and employment of unit actions and
capabilities to create and exploit information advantages, across all operational domains, to
support mission objectives. This includes identifying threats, vulnerabilities, and
opportunities to gain or protect advantages through the implementation of the four functions
of information (i.e., generate, preserve, deny, project).

» The engineer coordinator provides subject matter expertise on mobility and counter-
mobility and assists the G-2/S-2 in developing enemy obstacle plans for the adversary or
enemy situation template. The engineer coordinator—

+ Assists the staft in identifying and assessing obstacles along friendly AAs.

+ Assists the G-2/S-2 with terrain analysis and creating terrain analysis products that support
the IPB process.

+ Assists the G-2/S-2 in developing the MCOO.

+ Provides staff input concerning enemy mobility, counter-mobility, and survivability
doctrine, tactics, and equipment capabilities.

+ Assists in developing situation and event templates regarding the probable employment of
enemy engineer assets and obstacle emplacement.

+ Coordinates with the G-2/S-2 and the G-3/S-3 in determining engineer support to the
friendly intelligence collection effort and in countering the enemy intelligence
collection effort.

+ Provides engineer reconnaissance input. (See Army Techniques Publication [ATP] 3-34.81
and Marine Corps Reference Publication [MCRP] 3-34.3, Engineer Reconnaissance.)

* The chemical, biological, radiological, and nuclear (CBRN) officer provides subject
matter expertise on CBRN and assists the G-2/S-2 in determining the locations of CBRN
assets and potential areas of employment. The CBRN officer—
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+ Provides input to the G-2/S-2 on adversary or enemy CBRN doctrine, capabilities, and
employment.

+ Assists the staff in creating templates of likely locations of enemy CBRN assets.

+ Advises the staff on enemy doctrine concerning the use of obscurants, likely triggers for its
employment, and types of obscurant-generating equipment.

+ Assists the staff in locating water sources that could be used for friendly CBRN
decontamination operations.

+ Advises the G-2/S-2, in coordination with the staff weather officer, on the effects of the
weather and terrain on friendly and enemy CBRN operations.

The LAAD officer provides subject matter expertise on ground-based air defense (GBAD)
and assists the G-2/S-2 in determining the locations of GBAD assets and potential areas of
employment. The LAAD officer—

+ Advises the G-2/S-2, in coordination with the staff weather officer, on the effects of the
weather and terrain on friendly and enemy ADA operations.

+ Provides input to the G-2/S-2 on enemy air defense doctrine, capabilities, and
employment.

+ Assists the staff in creating templates of likely locations of enemy air defense assets.
+ Assists the staff in determining weather and terrain effects on friendly and enemy air
defense operations.

+ Provides staff input concerning enemy air defense doctrine, tactics, capabilities,
and equipment.

+ Assists in developing adversary or enemy HVTs.

The spectrum manager provides subject matter expertise on procedures for using the EMS
and for avoiding communications interferences.

The EW officer—

+ Provides subject matter expertise on ground-based, airborne, and functional EW
employment considerations.

+ Has additional responsibilities as the cyberspace planner (see MCDP 8 for
additional information).

+ Assists the G-2/S-2 in determining the locations of EW assets and potential areas and
methods of employment.

The information officer provides subject matter expertise on creating and exploiting
information advantages across all the domains of warfighting (See MCDP 8 for additional
information).

The surgeon provides subject matter expertise for the analysis and disposition of captured
enemy medical materiel and for the analysis of any medications carried by captured or
detained enemy personnel.

Deployed units, or personal referenced below, provide additional subject matter expertise for [PB
input. For example, international officers, other cultural enablers, State Department officers, and
other knowledgeable sources (when available) can provide sociocultural information, research
and analysis of the population.
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RELATIONSHIPS

As one of the integrating processes, IPB is essential to targeting, risk management, intelligence
collection, planning, and decision making (see Chapter 2 for additional information about IPB in
the decision-making process). Intelligence preparation of the battlespace is also related to
intelligence knowledge and situation development.

Targeting

Targeting is “the process of selecting and prioritizing targets and matching the appropriate
response to them, considering operational requirements and capabilities” (JP 3-0, Joint
Campaigns and Operations). During steps 3 and 4 of IPB, the intelligence staff identifies HVTs
associated with each adversary or enemy capability or COA. This assists the fires cell in
conducting target-value analysis. The following techniques can be useful in identifying and
evaluating HVTs:

* Identify HVTs from existing intelligence studies, database evaluations, patrol debriefs, and
size, activity, location, unit, time, and equipment (also called SALUTE) reports.

* Review adversary or enemy TTP and previous operations as the task, purpose, method, and
end state are useful.

* Identify assets that are key to executing the primary operation or sequels.
* Determine how the adversary or enemy might react to each HVT loss.

+ Consider the adversary’s or enemy’s ability to substitute other assets as well as adopt
branches or sequels.

* Consider how the adversary or enemy might use multiple capabilities to create the effects of
one or more HVTs.

» Consider how the adversary or enemy might use various assets during different operational
phases—which can lead to certain assets, functions, or systems being classified as HVTs.

* Consider the multi-domain nature of complex operational environments and how
adversary or enemy forces can use assets to disrupt friendly operations at multiple echelons
and locations.

 After identifying HVTs, place them in order of their relative worth to the adversary’s or
enemy’s operation and record them as part of the adversary or enemy overlay. The value of an
HVT varies throughout an operation.

The HPT list is a prioritized list of HPTs. A high-payoff target “is a target whose loss to the enemy
will significantly contribute to the success of the friendly course of action” (DoD Dictionary).
High-payoff targets are those HVTs that must be acquired and successfully attacked for the
success of the friendly commander’s mission. High-payoft targets are developed by the staff. They
can include various adversary or enemy considerations that can be detrimental to the success of
friendly missions.
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The intelligence staff, aided by other warfighting staffs, also identifies indicators associated with
those targets that can assist in determining their locations and activities. Developing HVTs during
IPB is essential to developing HPTs during the COA development step of MCPP, and to refining

those targets throughout the operations process, particularly during targeting boards and meetings.
Chapter 6 discusses the development of HVTs and indicators.

During targeting meetings, the intelligence officer, along with other staff sections or supporting
elements, assesses friendly capabilities, friendly missions, and the effects of friendly actions on
the civilian populace. As HPTs are identified, the analysis of adversary or enemy, terrain, weather,
and civil considerations conducted during IPB assists in developing intelligence target packages
on those targets (see MCWP 3-31, Marine Air-Ground Task Force Fires).

Risk Management

Risk management “is the process to identify, assess, and mitigate risks and make decisions that
balance risk cost with mission benefits” (DoD Dictionary). Throughout the operations process,
commanders and staffs use risk management to mitigate risks associated with all hazards that have
the potential to injure or kill friendly and civilian personnel, damage or destroy equipment, or
otherwise impact mission effectiveness. (See Marine Corps Order 5100.29C Marine Corps Safety
Management System [MCSMS], vol. 2, Risk Management, for additional information on

risk management.)

Intelligence, Surveillance, and Reconnaissance and Intelligence Collection

Intelligence collection relies on IPB results. The staff’s continual input to IPB provides an
analysis of the operational environment and the options it presents to friendly and enemy forces. It
also provides information required to plan intelligence collection activities, such as:

* Characteristics of the AOI that will influence friendly and adversary or enemy operations
(including civil considerations).

* Adversary and enemy event templates, including DPs and matrices critical to intelligence
collection planning.

+ Intelligence collection assets’ sensitivities to weather and the effects of weather on planned or
potential operations.

» Adversary and enemy order of battle, doctrine, tactics, techniques, and behavior.
* Possible and likely adversary or enemy COAs.
* High-value targets.

The Marine Corps executes intelligence collection through the operations and intelligence
processes (with an emphasis on intelligence analysis and leveraging national to tactical
intelligence). Even if the mission is new, the intelligence staff can identify and tap into ongoing or
existing intelligence collection activities or joint intelligence, surveillance, and reconnaissance
(ISR) collection that might offer relevant information to fill gaps. These collection requirements
identify the critical pieces of information the commander must know to successfully conduct
(plan, prepare, execute, and assess) operations.
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Intelligence collection enables staff to develop perceptions of the enemy on the battlespace that
matches the actual situation on the battlespace. Intelligence collection does not eliminate all
information gaps that concern commanders and staffs. Intelligence staffs, in conjunction with the
other staff sections, should be prepared to fill gaps with reasonable assumptions and continually
send out additional requests for information (RFIs) to refine IPB.

There is a relationship between IPB and intelligence collection. The IPB products that feed
intelligence drive intelligence collection requirements. This means the IPB process identifies
intelligence gaps that translate into information requirements and PIRs, which are then answered
through collection.

The staff collaborates on intelligence considerations and integrates available resources into an
integrated information collection plan. Developing requirements also supports the commander’s
targeting decisions. Well-stated information requirements assist the commander in accomplishing
the mission by illustrating those key knowledge gaps and earmarking them for collection.

The staff develops NAIs and TAlIs to effectively target the enemy. (The staff also develops an
HVT list that can include geographic NAls and TAls as well as adversary and enemy
organizations, networks, and individuals identified as key or critical to the operational
environment and are considered in branches and sequels.) Named areas of interest should not be
tied to a specific terrain; rather, they should be based on adversary or enemy locations or
suspected locations.

NAI Example

Rather than looking at an area surrounding a hilltop named 1631 to see if the adversary or enemy has
placed an air defense unit there, NAIs should be focused on an adversary or enemy unit or functional
capability; for example, the suspected locations where the adversary or enemy might place its combined
arms reserve. To refine the locations, analysts should study the adversary’s or enemy’s doctrinal or
historical use of the combined arms reserve, coupled with the capabilities of the critical combat systems
associated with the combined arms reserve, and the known rates of march for the terrain in which the
combined arms reserve will be operating.

Units must conduct intelligence collection consistently and continuously. Intelligence collection
must be based on the IPB results and adjusted as those results are refined through the situation
development process. While IPB results drive intelligence collection, the results of
reconnaissance, surveillance, security operations, and intelligence operations drive the refinement
of IPB. The staff must understand the roles and relationships of reconnaissance, surveillance,
security operations, and intelligence operations and how the commander assesses ongoing
operations as the unit develops the situation through action.

The commander plans for, and the staff controls, the execution of all intelligence collection means
throughout the operation. The unit must carefully plan for and synchronize reconnaissance,
surveillance, security operations, and intelligence operations because the adversary or enemy will
try to use deception and other means to evade friendly collection efforts. Commanders need to
know detailed intelligence about the adversary’s or enemy’s disposition, capabilities, and
intentions. Often, it is necessary to designate a combined arms unit to develop the situation
through close contact with the adversary, enemy, or civilian population.
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Generate Intelligence

Not all information required to conduct IPB will be readily available to intelligence staffs upon
receipt of a mission. Generating intelligence is critical for the G-2/S-2s to maintain analytical
proficiency and situational awareness about possible impending missions and contingencies.
Generating intelligence begins before mission receipt and provides the relevant knowledge
required regarding the operational environment for the conduct of operations. As soon as the
intelligence officer and other staftf sections begin to collect data on the operational environment,
they organize the data into databases. The information obtained is refined for use in problem
framing through functional analysis. Information is obtained through intelligence reach; research;
data mining; database access; academic studies, products, or materials; intelligence archives;
open-source intelligence; reconnaissance and security operations; and other information sources.
Sources for generating intelligence include but are not limited to—

* Internet:

+ Nonclassified Internet Protocol Router Network (referred to as NIPRNET).
SECRET Internet Protocol Router Network (SIPRNET).
Joint Worldwide Intelligence Communications System (JWICS).

>

>

+ Intelligence databases.
+ Military Services:
+ Marine Corps Intelligence Activity.
+ National Air and Space Intelligence Center.
+ National Ground Intelligence Center.
+ Office of Naval Intelligence.
+ US Coast Guard.
+ US Service special operations forces.
* Outside agencies:
+ Central Intelligence Agency.
+ National Geospatial-Intelligence Agency (NGA).
+ National Security Agency.
+ Defense Intelligence Agency.
+ US Agency for International Development.
* Outside organizations:
+ World Health Organization.
+ International Committee of the Red Cross.
 University research.
* Country studies.
 Area estimates.
* Intelligence summaries.
* Open-source information.
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The types of useful information obtained from sources for generating intelligence include but are
not limited to:

* Current situation.

* Geography.

* Economy.

* Population.

» Government and military leadership.

 Centers of gravity.

» Demographics.

* Regional partners.

* Adversary systems and functions.

* Past conflicts.

* Rule of law status.

* Infrastructure development.

* Intelligence information (i.e., information used to generate intelligence through the process of
analysis) is commonly drawn from the following three types of data (for additional
information see MCTP 2-10B):

* Intelligence data is derived from assets primarily dedicated to intelligence collection
(e.g., imagery, electronic intercept, human intelligence [HUMINT] sources).

 Sensor data is derived from manned and unmanned systems used for reconnaissance,
surveillance, or target acquisition (e.g., air surveillance radar, counterbattery radar, unmanned
aircraft systems [UASs], remote ground sensors).

* Combat data is derived from reporting by subordinate, adjacent, or other friendly units.
(MCTP 2-10B).

Information gained though generating intelligence can also be used to identify intelligence gaps
for possible contingencies, thus reducing the time needed for research in the event of mission
receipt. Generating intelligence is the foundation for performing IPB and problem framing. The
primary product of the generate intelligence task is the creation of initial data files based on the
analysis of the operational variables (PMESII) and the intelligence survey (see MCWP 2-10 for
more information on intelligence knowledge development).

Intelligence Cycle

The intelligence cycle is “a six-step process by which information is converted into intelligence
and made available to users. The six steps are planning and direction, collection, processing and
exploitation, production, dissemination, and utilization” (USMC Dictionary).

The intelligence cycle is not a rigid set of procedures that must be carried out in an identical
manner on all occasions. Rather, the commander and the intelligence officer must consider each
intelligence requirement individually and leverage the best collection resources against that
requirement to obtain the required information in the most effective way to support the needs of
the mission. Intelligence preparation of the battlespace takes place in the planning and direction
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step of the intelligence cycle in support of operations. This step identifies intelligence
requirements and develops a plan for satisfying those needs. Figure 1-4 illustrates the typical
intelligence cycle.

Planning
and
Direction

Intelligence
Cycle

Dissemination

Processing
and
Exploitation

Production

Figure 1-4. Intelligence Cycle.

The IPB products assist in determining information gaps, which then turn into collection
requirements. Intelligence planning and direction is a continuous function within the command
intelligence section. The commander directs the intelligence effort, and the intelligence officer
manages this effort for the commander based on the commander’s intent, commander’s PIRs, and
essential elements of friendly information (referred to as EEFI), as well as any other specific
guidance unique to the operation or mission.

The Marine Corps’ Generic Intelligence Requirements Handbook (GIRH) promulgates frequently
used PIRs and information requirements to facilitate crisis planning for MEFs. The GIRH details
baseline intelligence requirements to allow Marines to efficiently request updated, accurate, and
complete information. Intelligence Marines can use the GIRH as a checklist to identify
information gaps, a reference when requesting information, or a baseline support tool when
providing intelligence to operational units. In addition to the original GIRH, the Marine Corps
Intelligence Activity produced the following specific GIRHs: police forces, cultural, jungle,
riverine, urban, and information. (All GIRHs are available on the Marine Corps’ Intelligence
Activity’s JWICS and SIPRNET websites.)
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Situation Development
Situation development is a process for analyzing information and producing current intelligence
concerning the portions of the mission variables of enemy, terrain, weather, and civil
considerations within the AO before and during operations. The process assists the intelligence
staff in recognizing and interpreting indicators of adversary or enemy intentions and objectives.
Situation development—

» Confirms or denies adversary or enemy COAs.

» Provides adversary or enemy locations.

» Explains what the adversary or enemy is doing in relation to the friendly force
commander’s intent.

* Provides an estimate of an adversary’s or enemy’s combat effectiveness.

Additionally, the locations and actions of noncombatant elements and nongovernmental
organizations (NGOs) in the AO that can affect operations are considered. Through situation
development, the intelligence officer—

* Quickly identifies information gaps.

* Recommends new information requirements.

» Explains adversary and enemy activities in relation to the unit’s operations.

* Assists the commander in gaining and maintaining situational understanding.

Situation development assists commanders in their decision making, including when to execute

branches and sequels. The intelligence staff uses the products developed during IPB as a baseline
to begin situation development.
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CHAPTER 2.
SUPPORT TO DECISION MAKING DURING PLANNING

INTELLIGENCE PREPARATION OF THE BATTLESPACE AND PLANNING

Planning is an essential part of the broader field of command and control. Command and control
enhances the commander’s ability to make sound and timely decisions. Effective decision making
requires both the situational understanding to recognize the essence of a given problem and the
creative ability to devise a practical solution. Hence, an essential function of planning is to
promote understanding of the problem—the difference between existing and desired conditions—
and to devise ways to solve it. Intelligence preparation of the battlespace is one of the processes
commanders use to assist in planning. Intelligence preparation of the battlespace supports the
MCPP and troop-leading procedures—two of the three methodologies that assist commanders and
staffs in planning.

Marine Corps Planning Process

The MCPP is a six-step methodology that assists in organizing the thought processes of the
commander and staff throughout the planning and execution of military operations (see

Figure 2-1). The MCPP focuses on the mission and threat and is based on the Marine Corps
maneuver warfare philosophy. It capitalizes on the principle of unity of command and supports the
establishment and maintenance of tempo.

The six steps of MCPP are—

+ Step 1. Problem Framing.

+ Step 2. COA Development.

 Step 3. COA Wargaming.

+ Step 4. COA Comparison and Decision.
+ Step 5. Orders Development.

» Step 6. Transition.

(See appendix A and MCWP 5-10 for more information on MCPP.)
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MCPP
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Figure 2-1. Intelligence Preparation of the Battlespace and Marine Corps Planning Process Steps.
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The MCPP methodology integrates the activities of the commander, headquarters, and other
partners to—

* Understand the operational environment and the problem.

» Develop, evaluate, and compare COAs.

* Decide on a COA that best accomplishes the mission.

* Produce an operation plan (OPLAN) or operation order (OPORD) for execution.

Understand the Operational Environment and the Problem
During the problem framing step of the MCPP, the staff conducts IPB to understand the
operational environment and problem set. The products listed below are critical to describing the
situation, defining the mission, and continuing the MCPP:

* Intelligence gaps.

* Intelligence requirements.

* Information requirements.

» Adversary and enemy situation templates with associated COA statements and HVT lists.

» Event templates with associated event matrices.

* Center of gravity (COG) analysis.

» Relative combat power matrices for adversary and enemy forces.

* Geospatial intelligence (GEOINT) tactical decision aids required to support continued
planning (terrain effects).

» Weather tactical decision aids required to support continued planning (METOC climatology,
forecast and analysis charts, and METOC operational impacts charts. Civil considerations
tactical decision aids required to support continued planning (civil considerations effects).

+ Estimates on how other significant variables may affect the mission.

» The tempo and focus of reconnaissance, surveillance, security operations, and intelligence
operations to answer PIRs and meet other requirements.

* Recommended battlespace refinement.

The IPB products developed during this step are discussed fully in Chapters 3 through 6.

Develop, Evaluate, and Compare Courses of Action

In the COA development step of the MCPP, friendly COAs are broad, potential solutions to an
identified problem. These solutions are based on conclusions reached during initial IPB and any
refinement of those conclusions that occurs between the conclusion of problem framing and the
beginning of COA development. The primary IPB product required for COA development is the
adversary or enemy situation template with the associated COA statement. The IPB process
supports the COA development and COA wargaming steps of MCPP by providing the various
intelligence tools, products, and input to planning to include:

» Adversary or enemy situation templates with associated COA statements.
» Event templates with associated event matrices.
* Relative combat power matrices for adversary or enemy forces.

* Synchronization matrix (intelligence portion).
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* Intelligence collections products.
* Intelligence concept of support.
* Intelligence staff estimate.

Further in the COA wargame step of MCPP, Red Cell products developed during the IPB are
essential to offering realistic and challenging adversary models.

During counterinsurgency operations and stabilization activities, additional products might be
required, such as civil considerations overlays and assessments. Intelligence collection operations
undertaken at the problem framing step of the MCPP provide pertinent combat information that
informs COA development. This information confirms or denies the adversary or enemy situation
template and the associated COA statement.

Produce an Operation Order for Execution

Once the commander has compared and decided on a COA, the staff must update all products and
begin orders development. The OPORD’s Annex B and associated appendixes are key products
for intelligence staffs. Most, if not all, information should be derived from IPB. Hence, the results
of IPB efforts are included within the base order and appropriate annexes.

TROOP-LEADING STEPS

The six troop-leading steps extend the MCPP to the small-unit level. The MCPP and troop-leading
steps are similar but not identical. The troop-leading steps are a dynamic process used by small-
unit leaders to analyze a mission, develop a plan, and prepare for an operation (see MCWP 5-10).
These steps enable leaders to maximize available planning time while developing effective plans
and preparing their units for an operation.

The troop-leading steps assist leaders in effectively using available time to issue orders and
execute tactical operations. The sequence of the steps is not rigid. Leaders modify the sequence to
meet the mission, situation, and available time. Some steps can be performed concurrently while
other steps can be performed continuously throughout the operation.

The intelligence staff develops and provides the IPB products required by the commander to use
troop leading steps. Commanders should not need to further refine these products.

The standard IPB products provided by the battalion to assist the commander in using the troop
leading steps include the following:

» Adversary or enemy situation templates and COA statements.

* Terrain and weather products.

Tactical decision aids (such as MCOOs and terrain effects evaluations, METOC climatology,
forecast and analysis charts, METOC operational impacts charts, and light and illumination
data tables).

* Civil considerations tools and products.

NOTE: Company commanders coordinate with the G-2/S-2 for any IPB products or
tools they might need.
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Due to the lack of a staff, resources, and time constraints, the small-unit leader depends on the
timely delivery of IPB products developed by higher headquarters tailored to support small-unit
planning. The following six troop leading steps align with the mnemonic BAMCIS.

Step 1. Begin Planning

The G-2/S-2 updates friendly and enemy situations; determine available assets, allocations, and
fire support coordinating measures; and obtains the battalion’s target list worksheet, fire support
execution matrix and attack guidance.

Step 2. Arrange for Reconnaissance
The G-2/S-2 provides IPB products to the commander on what to include in warning orders for
areas including but not limited to:

¢ Terrain analysis.

* Enemy forces.

* Area of operations and AOlIs.

» Commander’s critical information requirements (CCIRs) and essential elements of friendly
information.

 Risk guidance.

 Surveillance and reconnaissance to initiate.
* Security measures.

* Deception guidance.

* Mobility and countermobility.

Step 3. Make Reconnaissance

If time permits, leaders verify intelligence from higher headquarters by visually reconnoitering to
confirm PIRs that support their tentative plans. These PIRs usually comprise assumptions or
critical facts about the enemy (including strength and location). The PIRs can also include
information on the terrain to verify that a tentative support-by-fire position can suppress the
enemy, or an AA is usable.

Step 4. Complete Plan
The G-2/S-2 provides IPB products to leaders on any movement necessary to continue mission
preparation or to posture the unit for the start of the mission.

When developing a tentative plan, the commander relies on the G-2/S-2 to provide IPB tools as
the leader conducts the following:

» Mission analysis. The G-2/S-2 provides IPB tools and products on mission analysis by
evaluating enemy, terrain, weather, and civil considerations, including information and
analysis on the terrain, enemy, and friendly forces that most affect tactical operations.

* COA development. Intelligence preparation of the battlespace products assist the leader in
developing a solid COA. The purpose of COA development is determining one or more ways
to accomplish the mission that is consistent with the immediate higher commander’s intent. A
COA describes how the unit might generate the effects of overwhelming combat power
against the enemy at the decisive point with the least friendly casualties.
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* COA analysis. The G-2/S-2 provides IPB tools the leader can use to determine how the
enemy will likely react during wargaming. Wargaming assists the leader in synchronizing
friendly actions while considering the enemy’s likely reactions. Course of action analysis
begins with both friendly and threat COAs and, using a method of action-reaction-
counteraction wargaming, results in a synchronized friendly plan, identified strengths and
vulnerabilities, and an updated risk assessment. After developing the COA, the leader
analyzes it to determine its strengths and vulnerabilities and gains insights into actions at the
decisive point of the mission. Course of action analysis (i.e., war gaming) portrays friendly
and enemy forces on the actual terrain to visualize how the operation will unfold.

» COA comparison and selection. The G-2/S-2 provides IPB products to leaders to determine
PIRs, friendly force information requirements, and essential elements of friendly information.
Although essential elements of friendly information are not part of CCIRs, they still become
priorities, and this information must be protected from enemy identification.

Step 5. Issue Order
Leadership verbally communicates their analysis and scheme of maneuver. During the order brief,
subject matter experts who participated in the analysis should attend as required.

Step 6. Supervise

Leadership conducts rehearsals and inspections as required: continues to refine targets and
triggers for actual location, ground reconnaissance, or new enemy information; continues to
update and coordinate the plan as necessary.

INTELLIGENCE PREPARATION OF THE BATTLESPACE AND DECISION MAKING

Decision making refers to selecting the most favorable COA to accomplish the mission.
Commanders make decisions, in part, based on the intelligence developed during initial IPB and
on intelligence refinement throughout the operation. Decision making is essential to conduct of
war since all actions are the result of decisions or of nondecisions.

Commanders require accurate and timely intelligence about the operational environment to make
informed and sound decisions. Through IPB, the staff aids the commander’s understanding of how
the mission variables of enemy, terrain, weather, and civil considerations influence the operational
environment and affect operations. Intelligence preparation of the battlespace also assists the
commander in understanding how to influence, use, or employ these variables to achieve the
desired conditions and end state. Intelligence preparation of the battlespace is essential in assisting
the commander to—

* Understand, visualize, and describe the operational environment:

¢+ Understand. Gain understanding by analyzing the mission variables in a operational
environment. Intelligence preparation of the battlespace defines and describes the mission
variables of adversary or enemy, terrain, weather, and civil considerations but more
importantly, concludes how the interrelationships, dynamics, and interactions of these
variables cause changes in the operational environment.
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+ Visualize. Gain visualization by developing situational understanding, determining an end
state, and envisioning the sequence of events the force must ensure to achieve the end state.
Every product developed during IPB is essential in assisting the commander to visualize
the situation. These products must be produced on time and in accordance with unit
standing operating procedures.

+ Describe. After commanders visualize an operation, they describe their vision to their
staffs and subordinate commands using staff products developed during IPB.

Make and articulate decisions.
Direct, lead, and assess military operations.

The rapid-response planning process (also referred to as R2P2) is a technique that commanders
and staffs commonly use during execution. Throughout mission execution, continuous
intelligence collection is conducted to answer information requirements and to close intelligence
gaps. The rapid-response planning process is usually conducted based on an existing OPORD that
includes the IPB products and estimates produced during the MCPP (See MCWP 5-10 for more
information on the rapid-response planning process).

The rapid-response planning process is a time-constrained version of MCPP:

Problem framing. Problem framing enhances understanding of the environment and the
nature of the problem. It identifies what the command must accomplish, when and where it
must be done, and the purpose. No amount of subsequent planning can solve an insufficiently
understood problem; therefore, problem framing is the most important step in planning.

COA development. The COA development produces options for accomplishing the mission in
accordance with commander’s intent. It provides options for the commander; refines the
design; and promotes understanding of the environment, problem, and the approach to
solving the problem.

COA wargaming. The COA wargaming examines and refines the option(s), taking into
consideration the adversary or enemy capabilities, potential actions or reactions, and the
characteristics peculiar to the operating environment, such as weather, terrain, culture, and
non-Department of Defense (DoD) entities or stakeholders. This detailed examination of the
operational environment and possible adversary or enemy reactions should forge a greater
understanding of the environment, the problem, and possible solutions.

COA comparison and decision. During COA comparison and decision, the commander
reviews the pros and cons of the option(s) and decides how he will accomplish the mission,
either by approving a COA as formulated or by assimilating what has been learned into a new
COA that may need to be further developed and tested with wargaming.

Orders development. Order development translates the commander’s decision into oral,
written, or graphic direction sufficient to guide implementation and initiative by subordinates.

Transition. The transition step can involve a wide range of briefs, drills, or rehearsals
necessary to ensure a successful shift from planning to execution. Numerous factors can
influence how the transition step is conducted, such as echelon of command, mission
complexity, and, most importantly, available time. Effective decision making requires both
the situational understanding to recognize the essence of a given problem and the creative
ability to devise a practical solution.

2-7






CHAPTER 3.
STEP 1: DEFINE THE OPERATIONAL ENVIRONMENT

During Step 1 of the IPB process, the G-2/S-2 identifies factors for further analysis (i.e., the
significant characteristics of activities within the operational environment that can influence
friendly, adversary, or enemy COAs and command decisions, as well as the physical space the
mission will occupy). Within an operational environment, Marines might face operations that
simultaneously encompass multiple domains, military engagements, and humanitarian assistance.
Examples 1 and 2 portray planning scenarios.

Example 1
During planning for a foreign humanitarian assistance mission, the S-2 identifies five ethnic
groups that have armed militias that have attacked each other, as well as indigenous
governmental security forces over the past 12 months. In the previous month, a
helicopter from the nation’s army was shot down by a rocket-propelled grenade. Although
these militias have not attacked any of the nongovernmental aid organizations in the area,
they have demonstrated the willingness to use violence. Because of this, the G-2/S-2
determines each of these groups is a potential enemy. There is no information about these
groups in the command’s intelligence data files or in the data files of their higher
headquarters to aid the S-2 in developing valid potential COAs these groups may adopt
when US forces enter their AOs.

The S-2 staff conducts a search of various organizations’ data files within the intelligence
enterprise. The G-2/S-2 determines that while little is known about the enemy order of
battle of these militias, there is some information available. Each of these militias is a
company-sized element with various types of small-arms and crew-served weapons,
mortars, demolitions, and anti-armor rockets. It is not known whether these militias have
any air defense artillery.

The G-2/S-2 initiates a request for collection on the current location, disposition, strength,
and capabilities of each of these militias. Realizing that the G-2/S-2 will not have this
information during IPB, the G-2/S-2 determines possible enemy COAs based on what is
known and what is assumed, ensuring that the commander and the rest of the staff
understand what is known and what is assumed about the enemy. As intelligence related to
the request for collection arrives, the G-2/S-2 updates the enemy COAs and informs the
commander and the rest of the staff.
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Example 2
During planning for an attack, the G-2/S-2 identifies the enemy has an attack helicopter
squadron that could threaten the friendly mission. When developing the enemy situation
template, the G-2/S-2 includes the reported location of the attack helicopter battalion, air
attack corridors that could be used to support the enemy defense, as well as forward arming
and refueling points (FARPs). The G-2/S-2 also generates collection requests to locate and
track these assets to support the command’s targeting operations.

DESIRED END STATE

Step 1 of the IPB process focuses the IPB effort on the characteristics of the operational
environment that can influence friendly, adversary, and enemy operations. The G-2/S-2 acquires
the intelligence needed to complete IPB, which, in turn is required to support the MCPP. The
following are primary outputs associated with Step 1 of the IPB process:

* Determining the AO, AOI, and area of influence.
* Determining the area of intelligence responsibility.
+ Identifying general characteristics of the AO that could influence the unit’s mission.

* Identifying gaps in current intelligence holdings and translating them into requirements for
collection (RFTIs, requests for collection) to complete IPB.

PURPOSE

The “so what” of this step is to clearly define the relevant characteristics of the
commander’s AOI:

* Outcome of success: Success results in time and effort saved by focusing only on those
characteristics that influence friendly COAs and command decisions.
» Consequences of failure:

+ Failure to focus on only the significant characteristics leads to wasted time and effort
collecting and evaluating intelligence on characteristics of the operational environment that
do not influence the operation.

+ Failure to identify all significant characteristics in all relevant domains can lead to effects
on the operation that the commander did not prepare for.

PROCESS

Defining the operational environment consists of the following sub-steps, shown in Figure 3-1.
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Sub-steps

Identify the limits of the commander’s AO

|- The G-3/S-3 or higher headquarters identifies

+ S-2 recommends any changes
+ Commander approves/disapproves
+ Higher headquarters approves/disapproves

Identify the limits of the commander’s area of interest
Identify significant characteristics of the AO and area
of interest for further analysis

Terrain
(Significant Characteristics)
Enemy Natural Manmade Weather Civil Considerations
Features Features (ASCOPE)
* |dentity * Rivers + Cities * Bunkers |+ Visibility + Temperature| + Areas
. gqcatlon + Caves * Subways -+ Airfields |* Wind * Humidity + Structure
¢ olze + Valleys . . Rp * Precipitation « Sea state + Capabilities
* Disposition | Mountains Tunnels  + Bridges |, Cloud cover/ + Organization
Ceiling + People
+ Events

« Staff identifies information gaps
« Staff develops assumptions for information gaps

Evaluate current operations and intelligence holdings to
determine additional information needed to complete IPB

Initiate process necessary to acquire information necessary
to complete IPB

Staff sections submit requests for information and
intelligence collection

LEGEND
AO area of operations IPB intelligence preparation of the battlespace
G-3 assistant chief of staff, operations and training/operations S-2 intelligence officer/office .

and training staff section S-3 operations and training officer/office

Figure 3-1. Sub-steps of Step 1 of the Intelligence Preparation of the Battlespace Process.

IDENTIFY THE LIMITS OF THE COMMANDER’S AREA OF OPERATIONS

An area of operations is “an operational area defined by a commander for land or maritime force

commander to accomplish their missions and protect their forces” (DoD Dictionary). The

MAGTF commander conducts operations within the context of the single battle. A single battle
focus allows the commander to effectively direct the efforts of all MAGTF elements of the force

to accomplish the mission. Under this single battle construct, the AO consists of three major
areas—deep, close, and rear—where distinctly different operations are performed. The AO

comprises an external boundary that delineates the AOs of adjacent units and includes subordinate

unit AOs. Subordinate unit AOs may be contiguous or noncontiguous.

The parts of an AO not assigned to subordinate units are called deep areas.
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To describe the physical arrangement of forces in time, space, and purpose, commanders can
designate the following:

» Deep operations shape the battlespace to influence future operations. They seek to create
windows of opportunity for decisive action, restrict the enemy’s freedom of action, and
disrupt the cohesion and tempo of an adversary or enemy operation.

* Close operations project power against enemy forces in immediate contact. Commanders
prioritize fires to weight the main effort and to focus combat power to achieve effects that
lead to a decision.

» Rear operation is the portion of the commander’s AO that is designated to facilitate the
positioning, employment, and protection of base sustainment assets required to sustain,
enable, and control operations. Rear operation is also the portion of the commander’s AO that
is designated to facilitate the security and stability tasks necessary for freedom of action in the
close area and to support the continuous consolidation of gains in support of current and
future operations.

« Within an AO, commanders conduct decisive, shaping, and sustaining operations to articulate
an operation in terms of purpose. Commanders designate main and supporting efforts to
establish resource shifting and prioritization (see MCDP 1-0 for more information on AOs).

The AO may be impacted due to political boundaries or other civil considerations. Once assigned,
an AO can be subdivided by that command as necessary to support mission requirements. Figure
3-2 illustrates various AOs.

IDENTIFY THE LIMITS OF THE COMMANDER’S AREA OF INTEREST

An area of influence is “an area inclusive of and extending beyond an operational area wherein a
commander is capable of direct influence by maneuver, fire support, and information normally
under the commander’s command or control” (DoD Dictionary). The area of influence is—

* An area that includes terrain inside and outside the AQO.
* An area determined by both the G-2/S-2 and G-3/S-3.

An area of interest is “that area of concern to the commander, including the area of influence,
areas adjacent to it, and extending into enemy territory” (DoD Dictionary). This area also includes
areas occupied by enemy forces who could jeopardize the accomplishment of the mission. The
AOIl is—

« Established by the commander with input from the G-2/S-2 or G-3/S-3. The mission variables
(METT-T) must be considered when establishing an AOI.

* Typically an area larger than or outside the area of influence that directly affects the AO;
therefore, it could require more intelligence assets to monitor. It can also include staging areas.

» An area that can be irregular in shape and can overlap the areas of adjacent and subordinate
unit AOs.

* An area that extends up to the max service ceiling of threat aircraft and max effective range
and altitude of enemy [ADs.

* An area that assists in determining NAIs during Step 4 of the IPB process.
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Contiguous
§ RLT AO

Contiguous
RLT AO
LEGEND
-~ i 4.8 ildi i ; Al area of interest
airport offed buildings infantry brigade

% |Z AO area of operations
@l armor brigade city hall —_— international border RLT regimental landing team
= border lines -~ ferry ~ road

N . . X wheeled armor

H bridge E hospital Ir.'?i infantry brigade

NOTE: This publication uses the most current approved military symbology found in Military Standard (MIL-STD)-2525,
Joint Military Symbology.

Figure 3-2. Area of Operations Examples.

An AOI is the geographical area from which information is required to facilitate planning and the
successful conduct of the command’s operation. The area changes as the situation changes and as
commanders determine new information requirements. It includes any adversary or enemy forces or
characteristics that significantly influence accomplishing the command’s mission. In major
operations, the AOI extends into territory tied to the objectives of current or planned friendly
operations if those objectives are located outside the assigned AO. In stabilization activities or
defense support of civil tasks, the AOI is typically much larger than that defined for major operations.

NOTE: Since cyberspace is a global domain, adversary and enemy actors can
potentially affect a friendly unit’s battlespace from anywhere. This must be
considered when analyzing and establishing the area of influence and AOI.
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In establishing the limits of an AOI, one of the primary considerations is time. Time limits should
be based not only on the adversary’s or enemy’s mobility but also on the amount of time needed to
accomplish the friendly mission. For example, if the command estimates that it will take two days
to accomplish the friendly mission, the AOI must encompass all adversary and enemy forces and

activities that could influence the accomplishment of the command’s mission within the two days.

Additional considerations when establishing AOI limits include but are not limited to—

* Dividing the AOI into several domains (for example, land AOI, air AOI, maritime AOI, and
cyberspace AOI). Such a division accommodates the types of information relevant to each
AOI as well as their different geographical limits. At some point, it might be necessary to
integrate the various AOIs into a whole to present the commander with a holistic picture.

* Neutral countries might pose a threat to accomplishing the mission. For example, if a neutral
country’s political decisions will potentially influence a unit’s ability to accomplish their
mission, include that country within the limits of the AOI. Likewise, if a segment of a neutral
country’s population provides a base of support to forces that oppose the command’s mission,
this would also be included within the AOI.

 Technological advances in communications, such as social media and global media
organizations, are likely to increase visibility of friendly operations. This can lead to an
increase effects on friendly operations. Therefore, it is important to analyze how civil
considerations and the dissemination of information might impact operations.

Analyzing the AO Based on the Area of Influence and AOI

By analyzing a commander’s AO in terms of the area of influence and AOI, a commander
determines whether the assigned AO is appropriate. This analysis might include the forces’
capabilities to conduct actions across the warfighting functions.

Commanders consider the extent of subordinates’ areas of influence when defining
subordinates’ AOs. In identifying an AO, the staff should avoid making it substantially
larger than the unit’s area of influence. Ideally, the area of influence encompasses the entire
AO. The commander can use the area of influence to focus intelligence collection
operations, shape the battlespace, and facilitate future operations.

The battlespace includes the AOI, area of influence, and operational area. Operational areas for
MAGTFs are usually AOs. The staff might recommend battlespace refinements based on the
analysis of the terrain and tasks as well as friendly, adversary, and enemy COGs, capabilities, and
limitations. The AOI size can change based on the commander’s understanding of the situation.
The extent of the area of influence can change if forces are added or removed, equipment
capability (for example, the range of lethal and nonlethal weapon systems) and availability
changes, or rules of engagement change. The commander’s AO might need to change based on the
mission scope, operation results, operational reach, or might change to ensure sufficient
battlespace to maneuver and protect the force.
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IDENTIFY SIGNIFICANT CHARACTERISTICS WITHIN THE
AREA OF OPERATIONS AND AREA OF INTEREST FOR FURTHER ANALYSIS

To focus the IPB process, the staff must identify and define the operational environment
characteristics of the adversary or enemy, terrain, weather, and civil considerations to determine
the significance as it relates to the mission—essentially building an environmental model as the
framework for conduction and presenting analysis to the commander. This prevents unnecessary
analysis and allows the staff to dedicate and maximize resources in critical areas. The initial
analysis that occurs in this sub-step determines the amount of time and resources the intelligence
staff commits to the detailed analysis that occurs in Step 2 of the IPB process.

When identifying significant characteristics of the operational environment, the intelligence staff
along with the other staft sections can be faced with analyzing multiple domains across the AO.
For example, they might analyze how a conventional land-based adversary or enemy using the
cyberspace domain will affect friendly operations across multiple domains. Accounting for these
effects and determining domain relationships and interdependencies significantly increase the
effectiveness of analysis in subsequent steps of the IPB process and provides commanders with
multiple options during the MCPP.

Additionally, the intelligence staff and other staff sections must consider adversary or enemy
forces and all other aspects of the environment that can affect accomplishing the friendly mission.
This includes but is not limited to—

* Geography, terrain, and weather of the area.

» Population demographics (ethnic groups, religious groups, age distribution, income groups).
* Political or socioeconomic factors, including the role of clans, tribes, and gangs.

* Infrastructures such as transportation or telecommunications.

» Rules of engagement or legal restrictions such as international treaties or agreements.

» Adversary or enemy forces and their capabilities, as well as paramilitary forces, criminal
organizations, and terrorists.

The intelligence staff should—
 Briefly examine each characteristic to identify those that are significant to the command and
its mission.

 Further evaluate the effects of each characteristic in later steps of the IPB process. For
example, in Step 1, the evaluation of adversary or enemy forces is limited to identifying
forces that can influence the command’s mission based on its location, mobility, general
capabilities, and weapons ranges.

 Evaluate each adversary’s or enemy’s specific capabilities and determine probable COAs
during later steps of the IPB process.

» Examine each characteristic that can effect decisive, shaping, and sustaining operations.
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Adversary and Enemy

An adversary is “a party acknowledged as potentially hostile to a friendly party and against which
the use of force may be envisaged” (DoD Dictionary). Analysis of the adversary or enemy
includes not only the known entity, but also other potential adversaries to mission success, such as
multiple adversaries posing with a wide array of political, economic, religious, and personal
motivations. Additionally, adversaries might wear uniforms, be easily identifiable, and use
traditional capabilities such as rifles or mortars. Conversely, they might not wear uniforms, might
blend into the population, and might use nontraditional capabilities such as computer networks and
social media. To understand adversary and enemy capabilities and vulnerabilities, commanders
and staffs require detailed, timely, and accurate intelligence produced by the IPB process.

Terrain and Weather

It is important to identify the types of environments in which the unit will conduct operations.
Terrain and weather are natural conditions within the environment that profoundly influence
operations and the type of information collected. Terrain and weather favor neither friendly nor
adversary or enemy forces unless one is more familiar with or better prepared to operate in the
physical environment. Terrain includes natural features (such as rivers, caves, valleys, and
mountains), and man-made features (such as cities, subway tunnels, bunkers, airfields, and bridges).
Terrain directly affects how commanders select objectives and locate, move, and control forces.
Terrain also influences protective measures and the effectiveness of weapons and other systems.

Effectively using terrain reduces the effects of adversary or enemy fires, increases the effects of
friendly fires, and facilitates mobility and surprise. Terrain appreciation—the ability to predict its
effect on operations—is an important skill for every leader. For tactical operations, commanders
analyze terrain using KOCOA, as performed during Step 2 of the IPB process.

Chapter 4 covers broad aspects of terrain analysis essential to intelligence analysts conducting
terrain analysis to support adversary and enemy analysis. (See MCRP 2-10B.4, Geospatial
Information and Intelligence, for detailed information on analyzing the military aspects of terrain.)

Climate refers to the average weather conditions for a location, area, or region for a specific time
of the year as recorded for a period of years. Meteorological and oceanographic climatology is
used to assess effects on weapon systems, collection systems, ground forces, friendly, adversary,
or enemy TTP, and other capabilities based on specific weather sensitivity thresholds when
operational planning occurs more than 10 days before the execution. Climatological data is
important at both the operational and tactical levels. Weather forecasts and predictions, employing
weather models and other tools, are used to assess weather effects on weapon systems, collection
systems, ground forces, TTP, and other capabilities within 10 days of operational planning.

Civil Considerations.

Civil considerations address the potential effects that man-made infrastructure; civilian
institutions; and attitudes and activities of civilian leaders, populations, and organizations within
an area of operations might have on military operations. Commanders and staffs analyze civil
considerations in terms of the following ASCOPE characteristics:

* Areas. * Organizations.
* Structures. * People.
* Capabilities. * Events.
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Civil considerations assist commanders in understanding the social, political, and cultural
variables within the AO and their effect on the mission. Understanding the relationship between
military operations and civilians, culture, and society is critical to conducting operations and
essential in developing effective plans. Operations often involve stabilizing the situation, securing
the peace, building HN capacity, and transitioning authority to civilian control. Major operations
directly affect the populace, infrastructure, and the force’s ability to transition to HN authority.
The degree to which the populace is expected to support or resist US and friendly forces also
affects the offensive and defensive operational design.

Commanders and staffs draw on knowledge attained through personal experience and on running
estimates to assess social, economic, and political factors. Commanders consider how these
factors can relate to potential lawlessness, subversion, or insurgency. Their goal is to develop their
understanding to the level of cultural awareness. At this level, they can estimate the effects of
friendly actions and direct their subordinates with confidence. Cultural awareness improves how
Marines interact with the populace and deters false or unrealistic expectations. They have more
knowledge of the society’s common practices, perceptions, assumptions, customs, and values,
giving better insight into the intent of individuals and groups. This allows the intelligence staff to
better understand how friendly actions can affect the operational environment and to assist in
planning for possible contingencies.

To improve commanders’ sociocultural understanding, intelligence staffs can use sociocultural
databases and repositories, international affairs officers, and other cultural enablers, when
available, to aid the intelligence analysis conducted as part of assessing civil considerations.
Additionally, commanders and staffs should continually seek to improve cultural understanding to
improve the IPB process.

SIGNIFICANT CHARACTERISTICS BRIEFING EXAMPLE

During Step 1, intelligence staff’s brief commanders on the AO’s significant characteristics. This
brief should be concise and provide all significant characteristics pertaining to Step 1 only; it
should not include specifics, such as the MCOO and adversary or enemy template statements,
which pertain to Steps 2 and 3, respectively. The briefing example on the next page provides a
brief used by intelligence analysts to inform commanders of the AO’s significant characteristics.
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L]

Briefing Example: Identifying Significant Characteristics

Terrain

Wooded areas are primarily composed of pine trees.

Most creeks require bridging asset to cross if there is no ford or road crossing.

Major roadways can support four lanes of traffic.

Marshes within the AO are restrictive most of the year; heavy rains can become severely restrictive.

The soil composition is loose dirt, and the water table is six to seven feet below ground except
where the marshes are located.

The highest point is located on the ridgeline in the northeastern sector of the AO.

Weather

The weather during this time of year consists of light rain with mild thunderstorms.

The average rainfall is three to four inches.

Precipitation impacts potential river crossing sites.

Strong gusts usually occur in early mornings and mid-afternoons, which can affect some aerial assets.

Temperatures range from 65 to 80 degrees Fahrenheit. Fog occurs during the early morning hours
and can last up to two hours after sunrise.

Civil Considerations

Two major groups occupy the AO: the Donovian Military Force and the National Liberation Group.
The National Liberation Group is supported by a small Russian-speaking population that is sporadic
through the AO and supported indirectly by the Donovian Military Force. The Russian-speaking
population provides sustainment and cache locations for the National Liberation Group.

Apartments are usually several stories high and made of reinforced concrete; single family homes
are built of stone or brick with tile roofs.

The population receives information primarily through television and social media sites.

The major highway that runs through the AO is a hard surface, and all-weather route, but most of
roads are dirt.

The airfield is all-weather and can support C-130 traffic.

There is one potable water treatment plant that operates in the AO and supports the entire region.

The AO’s two major cities are L’viv and Chervonohrad, where 40 percent of the population resides.

Adversary or Enemy

The staff expects to encounter a brigade- to division-sized element in the AO due to recent reporting
and historical data.

The adversary or enemy likely has simple battle positions that are covered for dismounts and
uncovered for vehicle fighting positions.

Battle positions adjacent to mountainous terrain are linked by rudimentary tunnels.

Most simple battle positions have a tank ditch directly in front of them and a mine field about 50 to
100 meters in front of the tank ditch.

C2 nodes consist of multiple hardened underground facilities.

General support assets reside about two to five kilometers from the most forward battle positions.

The staff expects to encounter antiair assets, artillery, T-90 tanks, and small arms weapons capabilities.
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DETERMINE ADDITIONAL INFORMATION REQUIREMENTS

Not all the information needed to complete IPB will be in the commands or higher headquarters’
data files and databases. Information gaps should be identified early and prioritized based on the
commander’s initial guidance and intent for intelligence and intelligence collection. The staff
should ensure the commander is aware of any information gaps that cannot be answered within
the time allotted for IPB, develop reasonable assumptions to use in place of these answers, and
explain to the commander how they arrived at these assumptions.

ACQUIRE THE INFORMATION

After determining that the information necessary to complete IPB is not contained within local
and searchable external data files and databases, staff sections submit RFIs or requests for
collection to obtain the information. As information is received, IPB products are updated, and
intelligence gaps eliminated. New intelligence gaps and information requirements might be
developed as IPB continues. (See MCTP 2-10A, MAGTF Intelligence Collection, for more
information on intelligence collection.)
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CHAPTER 4.
STEP 2: DESCRIBE THE EFFECTS ON OPERATIONS

Step 2 of the IPB process determines how significant characteristics of the operational
environment can affect friendly, adversary, and enemy operations. The intelligence staff and other
staff sections begin evaluation by analyzing existing and projected conditions of the operational
environment, and then determining their effects on friendly, adversary, or enemy operations. The
following example shows how significant characteristics of the operational environment
(specifically the terrain) can affect friendly operations.

Example
A unit S-2 informs the commander that the terrain through which the unit must attack will
canalize friendly forces into platoon-sized mobility corridors, preventing friendly forces
from supporting each other. The S-2 also informs the commander that the terrain favors
adversary or enemy use of obstacles, small antitank ambushes, and indirect fire throughout
its security zone.

DESIRED END STATE

Step 2 identifies how the operational environment influences friendly, adversary, and enemy
COAs. The primary outputs associated with Step 2 of the IPB process are:

* Completing terrain analysis for the AO and AOI; in particular, ground, air, and maritime
AAs, and key terrain.

* Integrating the effects of weather and light data.
» Refining and updating any RFIs or requests for collection.
* Accounting for the physical, temporal, cognitive, and virtual aspects of the AO.

THE “S0 WHAT?”

The “so what” of this step is to identify how relevant characteristics of the AOI affect friendly,
adversary, and enemy operations:

* Outcome of success: Success results in the commander being able to quickly choose and
exploit terrain, weather, and civil considerations to best support the mission during decisive,
shaping, and sustaining operations.

» Consequences of failure:

+ The commander might not have the information needed to exploit the opportunities the
operational environment provides at a given time and place.

+ The adversary or enemy commander might have the information needed to exploit the
opportunities the operational environment provides in a way the friendly commander did



MCRP 2-10B.1, Intelligence Preparation of the Battlespace

not anticipate. For example, the adversary or enemy commander might use subterranean
infrastructure to maneuver against friendly forces. If the friendly commander is unaware of
the advantage that the subterranean infrastructure provides to the adversary or enemy, this
approach will not be developed as a COA and the effects will not be considered during
this step.

How TO DO IT: (THE PROCESS)

The sub-steps (shown in Figure 4-1) below describe the effects on operations and are explored
further in the following sections:

* Describe how the adversary can affect friendly operations.

» Describe how terrain can affect friendly and adversary operations.

* Describe how weather can affect friendly and adversary operations.

* Describe how civil considerations can affect friendly and adversary operations.

DESCRIBE HOW THE ADVERSARY OR ENEMY CAN AFFECT FRIENDLY OPERATIONS

Adversaries and enemies are part of the operational environment; therefore, commanders need to
understand all adversaries and enemies within the AO and AOI. Commanders might face one
unified adversary or enemy force or several disparate adversary or enemy forces that must be
engaged to accomplish the mission. Although detailed analysis of adversary or enemy forces
occurs during Steps 3 and 4 of the IPB process, the type of adversary or enemy forces and their
general capabilities must be defined during Step 2. This places the existence of these forces in
context with other variables in order to understand their relative importance as a characteristic of
the operational environment. Examples include the following:

* When facing a regular force during operations, regardless of where the engagement occurs,
that force is likely the most important characteristic in that operational environment.

* When facing an irregular force conducting operations as part of an insurgency in a failing
nation-state, the state of governance and other civil considerations might be more significant
than the adversary or enemy posed by the irregular force.

* When facing an unconventional adversary or enemy during operations, the unconventional
adversary or enemy will likely be equipped with capabilities that can be used to exploit
perceived friendly vulnerabilities. The mix of regular and irregular force capabilities expands
adversary or enemy COA possibilities and can create significant effects outside friendly force
decision cycles.

The intelligence staff uses an adversary or enemy overlay and description table to focus their
analysis and communicate to the commander.
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Sub-steps

Describe how the Adversary overlay

adversary can affect
friendly operations

* Regular
* Irregular

Adversary description table

Describe how terrain
can affect friendly and KOCOA
adversary operations

Modified combined obstacle overlay

Terrain effects matrix

* Visibility

« Wind Weather forecast analysis chart
: * Precipitation
Describe how weather  Cloud cover/ceiling ‘

can affect friendly.and . Light and illumination data table
adversary operations . Iﬁrpnri’gi@ture

» Atmospheric pressure
» Sea state

Operational impacts chart

Civil considerations data file

Describe how civil
considerations can

ASCOPE Civil considerations overlays

affect friendly and
adversary operations

Civil considerations assessments

| |General intelligence knowledge

|
>| Consider operational variables '
| (PMESII) to provide increased |
| situational understanding during |

step 2 of IPB
L — — — — — — — — — o]
LEGEND
ASCOPE areas, structures, capabilities, organizations, people, and events
IPB intelligence preparation of the battlespace

KOCOA  key terrain, observation and fields of fire, cover and concealment, obstacles, and avenues of approach

Figure 4-1. Sub-steps of Step 2 of the IPB Process.

Adversary or Enemy Overlay

The adversary or enemy overlay describes the current physical location of all potential adversaries
or enemies in the AO and AOIL. It includes the identity, size, location, strength, and AO for each
known adversary or enemy location. Figure 4-2 illustrates an overlay example.
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NOTE: This publication uses the most current approved military symbology found in Military Standard (MIL-STD)-2525,
Joint Military Symbology.

Figure 4-2. Adversary or Enemy Overlay (Irregular Forces).
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Adversary or Enemy Description Table
The adversary or enemy description table supports the adversary or enemy overlay by classifying
the types of adversaries identified on the overlay and describing the broad capabilities of each.
Table 4-1 is an example of an adversary or enemy description for irregular forces.

Table 4-1. Example Adversary or Enemy Description Table (Irregular Forces) Example.

Identity

Location

Description

+Additional information

2x special purpose
forces companies

Northern coast

+ Companies conduct littoral reconnaissance to
provide information on potential regional threat
coastal invasion or border incursions.

Companies are known to operate
down to platoon and section
echelons from sanctuary locations.

Platoon (+) drug
trafficking personnel

East and west
international boundary

+ Platoons oversee smuggling of
methamphetamines and their precursor chemicals
out of the country.

+ Platoons are known to work with gangs for
distribution of narcotics in urban areas.

Platoons operate in 10-15
personnel teams.

2x platoons
riverine infantry

Eastern and western
marsh areas

* Key forces prevent regional threats from using
riverine network to move south toward key terrain.

Normally maintain platoon integrity
while patrolling rivers and littoral
areas.

Gang personnel
(assessed to be
approximately 100
personnel)

Northeast urban
center

+ Gang personnel support the distribution of
narcotics within urban areas.

+ Gang personnel provide information on regional
threats operating near the coast.

Normally operate in cells 7-10
personnel.

2x special purpose
forces companies.

Vicinity main north-
south highways

+ Companies overwatch main north-south highways
and establish hasty checkpoints.

+ Companies use population centers to collect
information on regional threats.

+ Companies also conduct counter-
reconnaissance of low-lying march areas.

Companies operate down to
section and team echelons from
hasty defensive positions and hide
sites.

Battery (-) air
defense artillery

Coastal and inland
regions usually
masked by terrain

+ Air defense artillery assets conduct area denial in
air avenues of approach vicinity leading to the
government complex and military complex.

SA-13 systems are positioned to
protect air avenues of approach
vicinity, the coast, and inland
key terrain.

72d Mechanized
Battalion (BN)

Government complex

* Top tier BN.

* Trained mostly in defensive operations as
regional threats have postured for attacks in the
past five years.

+ Retention of government complex and support of
regional military partners are key strategies to
maintain control of country.

+ Nested with coastal special purpose forces to
provide early warning of regional threat presence.

+ BN is manned at 90% strength.

+ Currently conduction training
exercises for the next 15 days.

* BN leadership has changed
within the past 30 days.

+ Trained mostly in defensive operations as regional
threats have postured for attacks over the past

* BN is manned at 75% strength.

65th Mechanized BN | Military complex five years. + Will initiate training exercises in
* Focuses on using obstacle belts and the next 30 days.
flanking maneuvers.
. Masked by terrain
Z;gh 1|\gfhcrnizlnzt?d BBIZI equidistant from * Trained in urban operations. + Both BNs are manned at 60%
(reserve forces)y government complex | « Well-versed in deception and information warfare. | strength.

and military complex
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DESCRIBE HOW TERRAIN CAN AFFECT OPERATIONS

Terrain analysis is the collection, analysis, evaluation, and interpretation of geographic
information on the natural and man-made features, combined with other relevant factors, to
predict the terrain’s effect on military operations (see MCRP 2-10B.4). It also addresses the
effects of weather and climate on these features. Terrain analysis is a continual process, as changes
in the operational environment can alter the analysis of its effect on friendly, adversary, and enemy
activities and operations.

A command can operate in two types of terrain—natural and urban. Both terrain types are
analyzed using KOCOA considerations:

* Natural terrain analysis focuses on airspace, surface, and subsurface areas.

» Urban terrain analysis also focuses on airspace, surface, and subsurface areas, but must also
consider internal and external supersurface areas (See Chapter 10, Figure 10-4).

Analyze the Military Aspects of Terrain

Geospatial Intelligence provides foundational maps and charts, tailored detailed terrain analysis
and full spectrum imagery intelligence. The GEOINT capability generally resides within the
intelligence battalion throughout major subordinate commands, smaller contingents of GEOINT
analysts are also found within the infantry regiments, Marine littoral regiment, as well as
operational MEBs and MEUs. The GEOINT sections provide detailed terrain analysis prior to,
and during the conduct of operations. The GEOINT capability can be deployed down to the
infantry battalion or Marine aircraft group level with additional capability to the regimental
landing team.

Geospatial information is derived from data collected through many different sources including
platforms and sensors used for imagery data, subsurface sensors, water-based platforms, ground
sensors, or humans and open-source information, such as population demographics. Geospatial

information can be separated into seven major categories:

 Aeronautical safety of navigation.
* Maritime safety of navigation.
 Topographic safety of navigation.
* Elevation.

* Human geography.

* Geographic names and boundaries.

* Geodetic magnetic and gravimetric data (such as effects on geo-positional systems),
navigation tools, surveying, and systems of map grids and coordinate systems.

Full spectrum imagery intelligence can augment terrain analyses but also determine adversarial
posture and order of battle, provide force protection posture, change detection, support to
targeting, helicopter landing zone studies, raid packages, gridded reference graphics and more.
Imagery intelligence is derived from the analyses of overhead or ground based imagery in the
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form of visual electro-optical, infrared), synthetic aperture radar and more. GEOINT products
may be available classified or unclassified. For more detailed information reference the National
System for Geospatial intelligence publication Geospatial Intelligence Basic Doctrine.

Tasking, collections, production, exploitation, and dissemination (also known as TCPED) as well
as intelligence, surveillance and reconnaissance (ISR) support are coordinated through the
MEF-level intelligence operations cell and the MEF ISR collections requirements manager (also
known as CRM). Additionally, the National Geospatial-Intelligence Agency provides enhanced
GEOINT support capabilities at the MEF level.

At the MEF level, RFIs and essential elements of information drive production and ISR
collections. Reference the Generic Intelligence Requirements Handbook for additional
information.

Geospatial intelligence support should be planned in accordance with the Appendix J of the
Annex B of the OPLAN.

Throughout terrain analysis, staff collaboration can assist in identifying and addressing factors
such as cross-country mobility, canalizing terrain, LOS impacts on weapon use, terrain impacts on
CBRN weapon use, communications dead space, LOCs (transportation, communications, and
power), vegetation types and distribution, surface and subsurface (man-made and natural) areas
and materials, obstacles (man-made and natural), significant infrastructure, flood zones,
bathymetrics, and helicopter and amphibious landing zones (LZs).

Observation and Fields of Fire. Observation pertains to the condition of weather and terrain that
permits a force to see friendly, enemy, and neutral personnel, systems, and key aspects of the
environment. Commanders evaluate their observation capabilities for electronic and optical LOS
surveillance systems, as well as for unaided visual observation. Typically, the highest terrain
provides the best observation (For LOS [height of eye] versus statute miles [horizon range], see
Appendix C).

In natural terrain, there are limitations on observation caused by relative, localized, and often
subtle variations in terrain elevations. These limitations are known as intervisibility lines.
Intervisibility is the condition of being able to see one point from the other. Figure 4-3 shows how
an observer at Position A can see up the slope to Position B, but the ridgeline prevents the
observer from seeing Position D, and the valley prevents the observer from seeing Position C.
Whatever the observer cannot see becomes a masked area. An observer at Position B can see
Positions A, C, and D because this observer is on the intervisibility line.
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Figure 4-3. Intervisibility Line Example.

Observation can also be limited by adverse weather, smoke, the time of day, and the amount of
illumination at night. In urban terrain, observation is primarily limited by man-made structures as
well as the activity and debris associated with human activity. Analyzing observation and fields of
fire in urban terrain is more complicated than it is for natural terrain. When evaluating observation
and fields of fire for urban terrain, analysts must consider surface, subsurface, supersurface,
external, and internal areas.

NOTE: Adversary and enemy forces could seek to exploit observation advantages
from areas that friendly forces might not consider. For example, adversary or
enemy forces might use a building protected under the rules of engagement
(religious buildings) to observe friendly forces. Additionally, adversary or enemy
forces might use subterranean portal positions to identify friendly forces’
movement routes.

Field of fire 1s “the area that a weapon or group of weapons may cover effectively from a given
position” (USMC Dictionary). A unit’s field of fire is directly related to its ability to observe.
Evaluation of observation and fields of fire identifies—

+ Potential engagement areas.

Defensible terrain, which offers good observation and fields of fire.

Specific equipment or equipment positions.

Areas where forces are most vulnerable to observation and fires.

Visual dead space.

Analyzing fields of fire includes evaluating all direct and indirect fire weapon systems in a
command’s inventory. An ideal field of fire for direct fire weapon systems is an open area where the
adversary or enemy can be seen and has no protection out to the maximum effective range of

that weapon.
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Both observation and fields of fire are based on LOS. A LOS is the unobstructed path from a
Marine’s weapon, weapon sight, electronic sending and receiving antennas, or piece of
reconnaissance equipment from one point to another. In other words, a LOS is a straight line from
one point to another. There are two types of LOSs typically evaluated during terrain analysis:

* Horizontal LOS is an unobstructed path from a Marine’s weapon, weapon sight, laser
designator, and electronic sending and receiving antennas.

» Oblique (or vertical) LOS assists in planning air defense systems locations, selecting LZs and
drop zones (DZs), and selecting FARPs.

Identifying areas vulnerable to adversary or enemy aerial information collection systems assists in
selecting friendly battle positions. Establishing LOS and identifying intervisibility lines are
critical to analyzing observation and fields of fire because they have a bearing on LOS direct fire
weapons, antennas, reconnaissance, and some electro-optical systems. Identifying intervisibility
lines can assist in identifying potential adversary or enemy locations as well as those locations
where friendly forces can evade detection from adversary or enemy forces.

An effective technique for analyzing observation and fields of fire is creating a map displaying
observation and fields of fire. Computer-generated terrain applications can assist in producing
observation and fields of fire graphics that depict expected ranges and locations of non-present,
decreased, or increased observation and fields of fire. An ideal field of fire for direct fire weapons is
an open field in which the adversary or enemy can be seen and has no protection from fires. Analysts
identify features of terrain that allow good observation for indirect fire weapons and determine if the
terrain has any effect on fires support missions. Figures 4-4 and 4-5 show LOS analysis used to
determine observation and fields of fire in natural terrain and urban terrain, respectively.

L

1:250,00 —fghanistan Digital Terrain Elevation Data LveI 2 - Shaded Relief
KEY [ good R i [ poor I unsuited

Figure 4-4. Observation and Fields of Fire (Natural Terrain).
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Figure 4-5. Observation and Fields of Fire (Urban Terrain).

Avenues of Approach. An AA is an air or ground route of an attacking force of a given size
leading to its objective or to key terrain in its path. All COAs that involve maneuver depend on
identifying available AAs. During offensive tasks, AA evaluation leads to —

* A recommendation on the best AAs to a command’s objective.

 The identification of avenues available to the enemy for counterattack, withdrawal, or the
movement of reinforcements or reserves.

During defensive tasks, it is important to identify AAs that support adversary or enemy offensive
capabilities and avenues that support the movement and commitment of friendly reserves. Avenues
of approach are developed by identifying, categorizing, and grouping two or more mobility
corridors. Avenues of approach are then evaluated and prioritized based on the ability for each AA
to support maneuver at various echelons and provide offensive and defensive maneuver options.

Mobility corridors are areas that are relatively free of obstacles where a force can be canalized due
to terrain restrictions allowing military forces to capitalize on the principles of mass and speed.
Identifying mobility corridors requires knowledge of friendly and adversary or enemy forces and
their preferred tactics.

The best mobility corridors use unrestricted terrain that provides enough space for a force to move
in its preferred doctrinal formations while avoiding major obstacles. For example, mobility
corridors can follow, the direction of roads, trails, rivers, streams, ridgelines, subway lines, foot
paths, tunnels, and human-sized drainage ditches. Factors other than obstacles and mobility might
require evaluation when identifying mobility corridors.
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Mobility corridors, like obstacles, are a function of the type and mobility of the force being
evaluated. Military forces, such as mechanized infantry or armored units, require large open areas
to move and maneuver. Irregular forces are less effected by present obstacles and terrain that
would typically hinder movement of a large formation. Mobility corridors can be determined
based on terrain constrictions.

Mobility corridors are categorized by the size or type of force they can accommodate. Mobility
corridors can also be categorized by likely use. For example, a mechanized force requires
logistical sustainment; therefore, a mobility corridor through unrestricted terrain supported by a
road network is generally more desirable. A dismounted force might be able to use more restrictive
corridors associated with the arctic tundra, swamps or marshes, jungles, or mountains that may or
may not have a road network. Due to their rate of march and lack of fire power, dismounted forces
require a more covered and concealed route for survivability to reach their objective.

Avenues of approach consist of a series of mobility corridors through which a maneuvering force
must pass to reach its objective (See Figures 4-6 and 4-7). An AA must provide ease of movement
and enough width for dispersion of a force large enough to significantly affect the outcome of the
operation. Mobility corridors are classified based on the distance between the terrain features that
form the corridor. Mobility corridor ranges are not absolute but reflect the relative and
approximate distance between terrain features. Table 4-2 identifies these classifications and the
typical widths of mobility corridors for a mechanized force.

Table 4-2. Maximum Distance Between and Typical Widths of Mobility Corridor.

Avenue of Cross-country mobility Approximate distance between
Approach corridor classification terrain features (in kilometers)
Division Regiment 10 kilometers
Regiment Battalion 6 kilometers
Battalion Company 2 kilometers

Typical widths of mo

bility corridors

Unit Width
Division 6 kilometers
Regiment 3 kilometers
Battalion 1.5 kilometers
Company 500 meters

Evaluating AAs is a combined effort requiring the entire staff to identify those AAs that best
support adversary, enemy or friendly capabilities. The AAs should be prioritized based on how
well each supports the ability to timely and efficiently meet the desired end state. Once AAs are
evaluated for suitability, they are prioritized based on how well each supports maneuver. Avenues
of approach are evaluated for suitability in terms of access to key terrain and adjacent AAs, degree
of canalization and ease of movement, sustainability (LOC support), and access to the objective.

4-11



MCRP 2-10B.1, Intelligence Preparation of the Battlespace

V4 Improved roads provide Improved roads provide
\ high-speed AAs high-speed AAs

® ‘) |

A Mountain pass provides
OoBJ :g 1 limited mobility
0%);:?;% : i og", ?

Mountain pass provides
limited mobility from the coast

4

;:@@

l——
Mountain pass and
open desert provide hr: o =< - - -
high-speed AAs _”_/ Open desert provides high-speed AAs but river
restricts movement and bridge canalizes movement
KEY »
> AA —_ bridge - ferry >w<  PLT mobility LEGEND
@ airport/air base #¢  buildings [H] hospital corridor AA avenue of approach
. - int i | ~ road OBJ objective
i< battalion mobility city hall —— Internationa PLT platoon

corridor border

NOTE: This publication uses the most current approved military symbology found in Military Standard (MIL-STD)-2525,
Joint Military Symbology.

Figure 4-6. Avenues of Approach with Mobility Corridors (Natural Terrain).
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Figure 4-7. Avenues of Approach (Urban Terrain).
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Key Terrain. Key terrain is “any locality, or area, the seizure or retention of which affords a
marked advantage to either combatant” (DoD Dictionary). In natural terrain environments
dominated by restrictive terrain features, high ground can be key terrain because it dominates an
area with good observation and fields of fire (see Figure 4-8). In an open or arid environment, a
draw or wadi can be key terrain because it offers good cover and concealment.

i

Natural Harbor

N Hilitop kS
x"‘ =

Hospital
A ‘
Government
Complex @
K Military
Complex
KEY LEGEND
— bridge - ferry —— international border OBJ objective
&£  buildings Qo) key terrain ~— road

Figure 4-8. Key Terrain (Natural Terrain).

In urban terrain environments, infrastructure (such as bridges, medical facilities; intersections;
industrial complexes; and economic, social, and government institutions) can be considered key
terrain (see Figure 4-9). This includes the local population and certain local groups or individuals.
For example, control of a bridge might equate to control over an AA. However, the command
needs to consider the operational and strategic effect on the civil dimension when deciding to
control a bridge.

Key terrain is evaluated by assessing the effect of its control by either force. A technique
that aids this assessment is evaluating the other four military aspects of terrain to assist in
determining key terrain.
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Figure 4-9. Key Terrain (Urban Terrain).

Key Terrain Considerations
Control of a bridge can negatively impact commerce, LOC support, military load class of
supporting LOCs, and access to the objective. An example of economic or social institution as
key terrain is the main bazaar in a town because whoever controls the bazaar or market controls
the town. Economic health of the market will be key to the economic health of the area. If the
adversary or enemy can maneuver through and control the key terrain of the market, the
adversary or enemy can shut down the town and the economy.

An example for a government institution being key terrain is the local police, who can exert a
great deal of influence on the local population (elections, law enforcement, tribal politics,
other). Tactical use of terrain is often directed at increasing the capability for applying combat
power and at the same time forcing adversaries into areas to reduce their ability to apply
combat power.

In the offense, key terrain features are usually forward of friendly dispositions and are often
assigned as objectives. Adjacent terrain features might be key terrain if their control is necessary
for the continuation of the attack or the accomplishment of the mission.
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In the defense, key terrain is usually within or behind the defensive area, such as:

+ Terrain that gives good observation over AAs to and through the defensive position.
* Terrain that permits the defender to cover an obstacle by fire.
* Areas along a LOC that affect the use of reserves or sustainment operations.

In counterinsurgency operations, key terrain might include portions of the population, such as:

* Political, tribal, or religious groups or leaders.
* A localized population.

* Infrastructure.

* Governmental organizations.

Decisive terrain is key terrain whose seizure and retention are mandatory for successful mission
accomplishment. Key terrain is not necessarily decisive terrain. Decisive terrain has an
extraordinary effect on the mission. The successful accomplishment of the mission depends on
seizing, retaining, or denying the use of the terrain to an adversary or enemy force. Commanders
designate decisive terrain and communicate to the staff and subordinate commanders how
important the terrain is to the concept of operations.

Obstacles. An obstacle is “any barrier designed or employed to disrupt, fix, turn, or
block the movement and maneuver, and to impose additional losses in personnel, time, and
equipment” (DoD Dictionary).

Examples of obstacles to ground mobility include but are not limited to buildings, mountains,
steep slopes, dense forests, rivers, lakes, noncombatants, urban areas, minefields, trenches, certain
religious and cultural sites, and wire obstacles (concertina wire, barbed wire, and overhead wire).

Obstacles affect certain types of movement differently:

* Mounted movement. Obstacles such as rivers, lakes, swamps, dense forested areas, road
craters, rubble in the street, or densely populated urban areas can have a greater effect on
mounted movement than on dismounted movement.

* Dismounted movement. Obstacles such as minefields, concertina wire, or steep slopes are
more effective against dismounted movement.

Obstacles to air mobility include terrain features that—

» Exceed the aircraft’s service ceiling.
» Affect nap-of-the-Earth (NOE) flight. (Note: “nap” is near as possible.)
» Affect aircraft lift capabilities.

* Force the aircraft to employ a particular flight profile. (Examples include tall buildings,
cellular telephone towers, power lines, rapidly rising terrain features, mountains, smoke,
geologic features, high mountains, and other obscurants. High mountainous regions can
impact rotary- and fixed-wing aircraft lift capabilities.)
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Obstacles can also decrease the effectiveness of information-related capabilities to influence
adversary or enemy operations and activities, friendly populations, and neutral populations. For
example, mountains might block terrestrial-based signals used to broadcast surrender appeals and
morale-lowering messages to adversary or enemy-held territory or messages to populations
explaining the intent of US operations. Use of other message delivery platforms might be
necessary to compensate for local terrain effects (Figures 4-10 and 4-11 illustrate natural terrain
and urban terrain obstacles, respectively).
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Figure 4-11. Urban Terrain Obstacle Examples.

Cover and Concealment. Cover is the “protection from the effects of direct and indirect fire. It can
be provided by ditches, caves, riverbanks, folds in the ground, shell craters, buildings, walls, and
embankments” (USMC Dictionary). Cover is the physical protection from bullets, fragments of
exploding rounds, flame, nuclear effects, and biological and chemical agents. Cover does not
necessarily provide concealment. An example of cover without concealment is a bunker in plain
sight that is intended for the protection of personnel (See Appendix C for examples of cover).

Concealment is “protection from observation or surveillance” (USMC Dictionary). It degrades the
adversary’s or enemy’s ability to observe forces, equipment, or positions. Concealment can be
provided by trees, underbrush, tall grass, cultivated vegetation, weather conditions (such as snow,
fog, or rain), as well as man-made camouflage. Concealment does not necessarily provide cover.

4-16



MCRP 2-10B.1, Intelligence Preparation of the Battlespace

Line of sight analysis determines the observation, fields of fire, and cover and concealment the
terrain will provide to both friendly and adversary or enemy forces. The following example
combined with Figure 4-12 illustrate the concept of cover and concealment in natural terrain and
LOS analysis. Figure 4-13 illustrates the concept of cover and concealment 